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AUDIT LIMITATIONS

The findings, conclusions and recommendations set out in this report are a result of the
external audit (Audit) undertaken pursuant to the Section162(2) Notice published by
AUSTRAC on the 12t June 2019.

The Audit was conducted between 26 July 2019 and the 22" November 2019, and
included reviewing documentation, interview staff and management and testing.

All testing was conducted on a sample basis, over a specific period of time and aligned
to the scope of the Notice. The possibility therefore exists that the report may not
identify all weaknesses that exist or identify all improvements that may be made where
these relate to controls not reviewed or tested as part of the Audit.

The Audit is not a substitute for Board and Senior Management’s responsib‘i&y to
maintain adequate controls over all levels of operations and their respor@ibility to
prevent and detect irregularities. The Board and Senior Managemen uld therefore
not rely solely on this report to identify all weaknesses that may exig®.

The results of the work undertaken contained within this rep Q(?e not binding on the
courts or any relevant regulator(s) and this is not a repres ion, warranty or
guarantee that the relevant requlator(s) will agree with t\h'é External Auditor’s findings,
conclusions or recommendations. ?S’

Where possible, all management and employee r@@resentations have been
independently verified, though some finding in this report may have been
prepared on the basis of management or egiployee representations which have not
been fully independently tested. s\\

Recommendations should be asses@d by Afterpay for their full commercial impact
before they are implemented. @bo
<
&
\)Q
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EXTERNAL AUDIT SCOPE

The External Audit took place from 27t July 2019 to 215 November 2019 and included an
assessment of all the following matters as set out in the 162(2)

Notice:

1. Review of governance and oversight (including senior management / board
level involvement) leading up to and including Afterpay’s decisions regarding:

a) Thetwo separate updates to its AUSTRAC enrolment details whereby
changes were made to the Designated Services it provides;

b) The drafting and approval of all versions of its AML/CTF program; and
c) Its general compliance with the AML/CTF Act and AML/CTF Rulgﬁ
2. ldentification procedures etc. (Part 2 of the AML/CTF Act) &(19

a) ldentification procedures for certain low-risk services (Pa@\g, Division 3 of the
AML/CTF Act) N

8
i.  Verification of the identity of low-risk ser%ae customers (Chapter 6,
Part 6.4 of the AML/CTF Rules N

X.
b) Applicable customer identification procedQ@s (ACIP) (Part 2, Division 4 of the

AML/CTF Act) . O(\
X
i.  ACIP with respect to individigsfs, companies, trustees and partnerships

(Chapter 4, Parts 4.2, 4&\(&4 and 4.5 of the AML/CTF Rules)

ii.  Verification from d > entation and from reliable and independent
electronic data (C@apter 4, Parts 4.9 and 4.10 of the AML/CTF Rules)

Q)
iii.  Collection an@@erification of Politically Exposed Person information
(ChapterQ&rt 4.13 of the AML/CTF Rules)

c) Verification o&?é’entify of customer etc. (Part 2, Division 5 of the AML/CTF Act)

iV |’$?iocation of identify of customers (Chapter 6, Part 6.1 of the
G_@%L/CTF Rules)

d) O@%ing customer due diligence (Part 2, Division 6 of the AML/CTF Act)
i.  Chapter 15 Ongoing Customer Due Diligence

3. Suspicious matter reporting obligations (Part 3, Division 2 of the AML/CTF
Act)

i.  Reportable details for suspicious matters (Chapter 18 of the AML/CTF
Rules)

4. Reporting entity’s obligations (Part 7, Division 2 of the AML/CTF Act)
5. AML/CTF programs (Part 7, Division 3 of the AML/CTF Act)
iii.  Chapter 8- Part A of a standard AML/CTF program

The audit report must be in a form that:
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(@) Accords with any Australian standard applicable to that kind of audit report,
or which in the opinion of the External Auditor accords with the closest
applicable Australian standard; and

(b) Accords with the format and style in which the External Auditor would
prepare a report suitable to annex to an expert witness affidavit the External
Auditor would make in Federal Court of Australia proceedings.

The audit report must contain details of:

(c) Any provisions of the AML/CTF Act and/or the AML/CTF Rules which the
External Auditor concludes have not been complied with or are not being
complied with; and

(d) The facts on which the auditor has relied to conclude any provisions
identified in (a) have not been or are not being complied with; and

(e) Any measures which the External Auditor believes should Q@Iemented to
ensure compliance with the AML/CTF Act and the AML/@B}s ules; and

(f) The capacity to implement the measures to ensure cp\@\) iance with the
AML/CTF Act and the AML/CTF Rules. OQ

2
In preparation of this report the External Auditor has read 'cg?derstood and complied (to the
extent relevant) with the Expert Witness Practice Note‘é N-EXT). The External Auditor
has also read the Expert Witness Code of Conduct gquagrees to be bound by it.
‘N
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BACKGROUND OF EXTERNAL AUDITOR

Neil Jeans has a background in financial crime risk management spanning over 25 years,
which includes working within Law Enforcement investigating financial crime, investigating
domestic and international fraud and money laundering with the UK Metropolitan Police,
the UK’s National Crime Squad (now the National Crime Agency) through a multi-year joint
investigation with the Manhattan District Attorney’s Office (DANY) into major
transnational investment fraud and associated money laundering.

Neil Jeans also has experience as a Financial Services Regulator, developing anti-money
laundering (AML) regulation and supervision techniques, as a central part of the UK FSA's
(now FCA) Reduction of Financial Crime Statutory Objective.

Neil Jeans has also worked at senior levels within three major European fi rﬁ\l services
companies and one of the major Australian banks, managing Financial&m, AML/CTF,
Sanctions and Anti-Bribery risk management and compliance acros@irope, the US, Latin
America, Asia and Australia/New Zealand. N

Neil Jeans is a Member of the Faculty for the Australian Co "l’nce Institute (ACl) and
teaches the Diploma in Applied AML/CTF Management, \@s a founding member of the
SWIFT Sanctions Advisory Group, and regularly attend®d the Private Sector Expert forum
of the Financial Action Task Force (FATF). He Was&@%the founding Chair of the
Association of Certified Anti-Money Launderin&@ecialists (ACAMS) Australasian Chapter.

From 2004 to 2006, Neil Jeans was a mem@oofthe UK Joint Money Laundering Steering
Group (JMLSG) Board which set the UI@‘\ML/CTF compliance standards, and he was
significantly involved in drafting Partdfof the JMLSG Guidance Notes which set out sector
Money Laundering risks and sect%é.,pecific AML/CTF compliance guidance for various parts
of the financial services indusQS(f0

S

Since 2012, Neil Jeans h en running a private consultancy company based in Australia
through which he proyides advice and assistance to many financial services businesses in
relation to financiagféfime risk and controls, including AML/CTF, as well anti-bribery and
sanctions. Q

%

Neil Jeans h%advised and assisted clients in the UK and Asia-Pacific, as well as many
Australian reporting entities, including some of Australia’s largest financial services
organisations including banks, superannuation funds, investment managers, financial
planners and life insurance companies on developing and maintaining appropriate
AML/CTF controls to address their financial crime risks and compliance obligations.
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AUDIT APPROACH AND METHODOLOGY

The External Auditor developed an audit approach and methodology that was used to
complete the external audit and to ensure the audit had appropriate coverage and depth.

The methodology approach was primarily based on Australian Auditing Standards and
experience of undertaking similar reviews:

The objectives of the auditor under Australian Auditing Standards are to:

(a) Obtain relevant and reliable audit evidence using substantive analytical
procedures; and

(b) Design and perform analytical procedures near the end of the audit that assist the
auditor when forming an overall conclusion which is consistent wi e auditor’s
understanding. b@/

When designing and performing analytical procedures the aud/ton@

(a) Determine the suitability of analytical procedures for@s@essmg and testing of
information and details; \O_)

(b) Evaluate the reliability of data taking into ac t the source, comparability,
nature and relevance of the information gb(bell as the controls over the
preparation; fo

<

N
(c) Determine the extent of ana[ysis\ @eptable without further investigation.

The auditor shall also design and per@m analytical procedures prior to reporting as a

result of the audit that will assist@e auditor in validating conclusions, including enquiring
of management and obtamm@@ propriate audit evidence relevant to management’s
responses. KQ

)
The audit approach Waségigned to ensure appropriate coverage of the scope and,
through assessment ¢f €ach area required by the Notice to ensure that the audit scope is

met in the most effixient way. The audit applied the following analytical procedures:
o _
o AML{E@F Document Review — Analysis and Assessment of relevant documents,

including but not limited to:
e AML/CTF Programs, Policies and Procedures; and
e Business Procedures that support AML/CTF.

e Business Documentation and Materials Review - Analysis of relevant internal and
external business correspondence, emails, meeting notes and minutes.

e Business Process Review — Establish, assess and test relevant business processes.

e Interviews — Undertake interviews of relevant staff and internal stakeholders
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Each analytical procedure included:

Collection and collation of relevant materials
Review and analysis of relevant materials
Documentation of relevant business processes
Review and analysis of relevant business processes
Testing and sampling of information

Testing and sampling of relevant business processes
Documentation of findings and results of analysis
Documentation of testing and sampling

Sample testing was undertaken using control testing methodology developed for
Sarbanes-Oxley Act compliance testing. This includes testing incremental %’r@tured
samples based on the result of initial sample testing. bgl,

Q
Before finalising the interim and final reports the External Auditor akfg\undertook a process
of review, fact check with relevant Afterpay internal stakeholderao

In preparation of this report the External Auditor has made qg;ke inquiries which they
believes are desirable and appropriate, and can confirm tiqgg} no matters of significance
which the External Auditor regards as relevant have, to?%’e knowledge of the External

Auditor, been excluded from this report. ;\\O(\
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BACKGROUND INFORMATION

Afterpay Pty Ltd is a subsidiary of Afterpay Holdings Ltd and part of the Afterpay Touch
Group which is an ASX 100 company.

Afterpay Pty Ltd (Afterpay) is an Australian financial technology company with a “buy-
now pay-later” business model that provides consumers with a loan to make purchases
from retail merchants that accept Afterpay’s service as a means of payment.

Consumers are provided with the ability to make purchases and receive the goods or
services at point of sale and subsequently pay Afterpay in four equal payments every
fortnight without interest charges. Failure to make the payments on time can result in late
fees.

Consumers are required to be Australian residents with access to an Australi ank
account or credit/debit card and be over eighteen years of age to use Afte\ 's service.

Merchants are charged a margin on the transaction settlement amo@@)lus anominal fee
per transaction or purchase. N
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S4/7/G

Afterpay are obliged to comply with the requirements set out in the AML/CTF Act and
the Anti-Money Laundering and Counter-Terrorism Financing Rules Instrument 2007

(No. 1) (AML/CTF Rules), including developing and maintaining a standard AML/CTF
Program.

On the 12t of June 2019, The CEO of The Australian Transaction Reports and Analysis
Centre (AUSTRAC) issued Afterpay with a Notice under 162(2) of the AML/CTF Act (The
Notice). The Notice required Afterpay to appoint an External Auditor to undertake a
compliance audit of AfterPay’s activities as defined by the scope of the Notice.

Pursuant to AUSTRAC's authorisation of my appointment as the External itor under
Section 164 of the AML/CTF Act for the purposes of The Notice, the Ext | Auditor
provided an Interim Report to Afterpay on 24" September 2019. \Q

This Final Report sets out the findings of the external audit as th(a'}elate to the matters

required to be covered in The Notice. (1/0

The Notice required the Final Report to include: ,\ch

a) Any provisions of the AML/CTF Act and/or the@lL/CTF Rules which the External
Auditor concluded AfterPay has not compl'@@with or is not complying with; and

)
b) The facts upon which the External Audj \has relied to conclude any provisions
identified in (a) have not been or are\@‘ot being complied with; and

c) Any measures which the Extergﬁ(\,‘gditor believes Afterpay should implement to
ensure that it complies with{@ AML/CTF Act and the AML/CTF Rules; and

d) The capacity of Afterpayééolmplement the measures set out in (c).

<
This document is the Final Réﬁort required by the 162(2) of the AML/CTF Act Notice

dated 12th June 2019. 6@
\)Q
e
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SUMMARY OF AUDIT RECOMMENDATIONS

The Notice required the External Auditor to assess 12 Notice Matters. The External Auditor
has made the following recommendations in accordance with The Notice, which are set out

in the relevant Notice Matter:

Notice Matter

Recommendation

Notice Matter 1c —Board and
Senior Management oversight
and governance of compliance
with AML/CTF Act and Rules.

The Board of Afterpay should continue to maintain its
current level of Board and Senior Management oversight of
AML/CTF compliance as the business grows.

Notice Matter 2a) i — Low Risk
Designated Services Exemption.

Afterpay’s service poses a low ML/TF risk service, and
Afterpay are encouraged to engage AUSTRAC regarding its
buy-now pay-later service being forp@ designated as low
ML/TF risk. D

Notice Matter 2b) i — Compliance
with applicable customer
identification procedures.

Afterpay should engage with RAC about its historic
approach to consumer identity verification, which was
outside of the safe harb_wget out in the AML/CTF Rules.

Notice Matter 2b) ii — Compliance
with PEP identification and risk
management requirements.

Afterpay should ensq\?‘??omplies with all of Parts 4.1.3 and
4.13 of the AML/CEE ules regarding the identification and
management of e risk of politically exposed person (PEPs)

with ongoing customer due
diligence requirements.

oA

using the sepqe.
0
Notice Matter 2d) i — Compliance | After yshould review the application of its enhanced

cusgofvier due diligence procedures to ensure the processes
a@applied proportionately with regard to the ML/TF risk
yposed by the consumer.

Notice Matter 3) i — Suspici@@‘&w
matter reporting contengé
S
O

Afterpay should continue to evolve its procedures to ensure
all actionable information or intelligence available to it is
included in suspicious matter reports submitted to
AUSTRAC.

%U
\be

Q‘Q
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DETAILED AUDIT REPORT
NOTICE MATTER 1a)

1. Review of governance and oversight (including senior management / board level
involvement) leading up to and including Afterpay’s decisions regarding:

a) The two separate updates to its AUSTRAC enrolment details whereby changes
were made to the Designated Services it provides.
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NOTICE MATTER 1b)

1. Review of governance and oversight (including senior management / board level
involvement) leading up to and including Afterpay’s decisions regarding:

b) The drafting and approval of all versions of its AML/CTF program.
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NOTICE MATTER 1c¢)

1. Review of governance and oversight (including senior management / board level
involvement) leading up to and including Afterpay’s decisions regarding:

¢) Its general compliance with the AML/CTF Act and AML/CTF Rules.
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NOTICE MATTER 2a). i

2. Identification procedures etc. (Part 2 of the AML/CTF Act)

a) Identification procedures for certain low-risk services (Part 2, Division 3 of the
AML/CTF Act)

i.  Verification of the identity of low-risk service customers (Chapter 6, Part
6.4 of the AML/CTF Rules).
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NOTICE MATTER 2b). i

2. Identification procedures etc. (Part 2 of the AML/CTF Act)

b) Applicable customer identification procedures (ACIP) (Part 2, Division 4 of the
AML/CTF Act)

i.  ACIP with respect to individuals, companies, trustees and partnerships
(Chapter 4, Parts 4.2, 4.3, 4.4 and 4.5 of the AML/CTF Rules).
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NOTICE MATTER 2b). ii

2. Identification procedures etc. (Part 2 of the AML/CTF Act)

b) Applicable customer identification procedures (ACIP) (Part 2, Division 4 of the
AML/CTF Act)

ii. — Verification from documentation and from reliable and independent
electronic data (Chapter 4, Parts 4.9 and 4.10 of the AML/CTF Rules).
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NOTICE MATTER 2b). iii

2. Identification procedures etc. (Part 2 of the AML/CTF Act)

b) Applicable customer identification procedures (ACIP) (Part 2, Division 4 of the
AML/CTF Act)

iii. — Collection and Verification of Politically Exposed Person information
(Chapter 4, Part 4.13 of the AML/CTF Rules).
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NOTICE MATTER 2c¢). i

2. Identification procedures etc. (Part 2 of the AML/CTF Act)
¢) Verification of identify of customer etc. (Part 2, Division 5 of the AML/CTF Act)

i.  Verification of identify of customers (Chapter 6, Part 6.1 of the AML/CTF
Rules).
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NOTICE MATTER 2d). i

2. Identification procedures etc. (Part 2 of the AML/CTF Act)
d) Ongoing customer due diligence (Part 2, Division 6 of the AML/CTF Act)
1. Chapter 15 Ongoing Customer Due Diligence.
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NOTICE MATTER 3). ii

3. Suspicious matter reporting obligations (Part 3, Division 2 of the AML/CTF Act)

2. Reportable details for suspicious matters (Chapter 18 of the AML/CTF
Rules).
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NOTICE MATTER 4

4. Reporting entity’s obligations (Part 7, Division 2 of the AML/CTF Act)
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NOTICE MATTER 5

5. AML/CTF programs (Part 7, Division 3 of the AML/CTF Act)
3. Chapter 8— Part A of a standard AML/CTF program.
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APPENDIX 3
External Auditor Letter to Board

INITIALISM

The Board of Directors

Afterpay Pty Ltd.

406 Collins Street Q
Melbourne er/
Victoria bgl/
3000 Q

\QA\z"d August 2019
&

Re: Section 162(2) AML/CTF Act Notice issued by AUSTRAC OQQ;I(June 2019.
N

Dear Board of Directors, X,
In accordance with my appointment as your external aud&)‘f on 26 July 2019, | was required to
perform an independent audit (the Audit) of the Not; atters set out in the Notice issued to
Afterpay Pty Ltdunder Section 162 ofthe AML/CT 2006 (The Notice) by the AUSTRAC CEO
on 12t June 2019.

&

| am pleased to provide you with a copy oﬁ@ Final Audit Report (Final Report) affixed to this
letter which was completed within the‘t\ﬁ\q rame specified by AUSTRAC in The Notice.

The Anti-Money Laundering and Co@er—Terrorism Financing Act 2006 (AML/CTF Act) and the
Anti-Money Laundering and ter-Terrorism Financing Rules Instrument 2007 (No. 1)
(AML/CTF Rules) create a seté@echnical and complex obligations. As a result, the Final Report
accompanying this letter, @@hd of itself highly complex and technical in nature.

To support your revie{gfthe Final Report, this letter formally provides a high-level summary of
the Audit finding ell as my observations and recommendations contained within the 300
pages of the Fi eport.

In summa@ve key finding of the Audit are:

3 (ﬁvernance and Oversight — over the course of Afterpay’s evolution from a start up to
®\ an ASX 100 company, Board and Senior Management oversight and governance has
Q- matured significantly. There is now an appropriate level of awareness and engagement.

e Understanding Risk — Afterpay is a low risk business in regards to its vulnerability to be
used for money laundering or terrorist financing. Notwithstanding this, the risk controls
in place must remain commensurate with business growth. Afterpay must enhance its
existing controls to identify Politically Exposed Persons (PEPs) and the risk they may
pose. It is noted that Afterpay have commenced a project to address this issue.

Level 8, 90 Collins Street, Melbourne Victoria, 3000
+61 {0) 3 9666 3359
www.initialism.com.au

Page | 204 22" November 2019 Neil G. Jeans



Afterpay Pty Ltd — External Audit Report

e AML/CTF Program — Afterpay’s AML/CTF Program has also evolved over time and is
now appropriately aligned to the AML/CTF Act and Rules. Afterpay commenced to
provide designated services from February 2015. The first AML/CTF Program was
finalised in June 2016.

o Key AML/CTF Controls - Based upon legal advice in 2016, Afterpay initially focused its
AML/CTF controls upon merchants. Afterpay’s current AML/CTF controls are more
appropriately focused on consumers, given the Designated Service Afterpay provides.

In reaching these findings | have established that Afterpay’s compliance with its AML/CTF
obligations was, from the outset and over time, based upon legal advice from top tier
Australian law firms.

The initial legal advice concluded that Afterpay’s business model resulted in the provisiﬁI}thhe
AML/CTF Designated Service — factoring receivables from merchants. | am oftheq/ ion this
initial legal advice was incorrect. &

The initial legal advice provided to Afterpay did not reflect Afterpay’s busir@‘sgmodel. Having
fully analysed Afterpay’s buy-now pay-later business, it is my opinion that Afterpay have never
provided the factoring receivables Designated Service. e)

designated under the AML/CTF Act) in order to purchase good merchants and this activity

The Designated Service being provided by Afterpay is that o;@q/to consumers (which are
constitutes the provision of a loan and repayment of a Ioan.c‘)\,

with further support from additional legal advice, A\\ ay developed its AML/CTF Program.
Despite Afterpay having a compliance-focused re, the consequence of being provided with
incorrect legal advice has resulted in histor@ -compliance with the AML/CTF Act and Rules.

Based upon the initial legal advice received regardingﬁgﬁesignated Services being provided,

Duringthe course of the Audlit, | identif'e\&atAﬂerpay’s AML/CTF compliance has evolved and
matured over time. Initially iterative ture, Afterpay's compliance with the AML/CTF Act and
Rules later became more transfoxatlve in 2018 and 2019:

¢ 5" February 2015 - Afégay commenced providing services designated by the
AML/CTF Act, pro@g loans to facilitate consumer purchases from merchants.

e 26" January <g6 - Afterpay commenced customer due diligence on merchants and
retrospectiy@y applied customer due diligence to the small number of merchants it had
existin% ements with.

. 2t,th@arch 2016 - Nick Molnar, a Director of the company, amended Afterpay’s
RAC enrolment and notified AUSTRAC that Afterpay was providing the
@@’esignated Service of factoring receivables to merchants.

Q-Q 17t June 2016 - Afterpay finalised its first AML/CTF Program.
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e 4™ November 2016 - Afterpay began to collect the date of birth for new consumers
when they registered for an account. InJuly 2018, Afterpay undertookretrospective
remedial activity to collect the date of birth for pre-November 2016 consumers.

e 6™ April 2017 - A second version of Afterpay's AML/CTF Program was formally
approved by the Board and Senior Management and became effective on Monday 10"
April 2017.

e 11" May 2018 - Afterpay commenced a project to verify the identity information of
consumers. This included a retrospective verification of the identity information of
consumers being provided with loans, and from 31 July 2018 the verification of the
identity of all new consumers.

o 31 July 2018 - Afterpay produced a third version of the AML/CTF Program re g
the consumer identity verification requirements in place. \(1/

e 317 July 2019 - Afterpay produced a revised version of the AML/CTF PxQdyfam which
included an electronic based verification process for consumers, ali éto the
electronic based verification safe harbour procedure, set out in tl&A L/CTF Rules.

¢ 13" September 2019 - The AML/CTF Program was fully ali 90 the requirements of
the AML/CTF Rules. %ﬁ

Over the evolution of the business, from a technology start %%b ASX 100 company, there has
been increasing Board and Senior Management oversi&@nd governance which reflects the
growth ofthe business and the parallelincrease in awar'@ s of Afterpay’s AML/CTF compliance

obligations. \}O
The nature of Afterpay’s buy-now pay-later busj @, the product it offers and how it delivers its
services to consumers mitigates the ML/TF, rags reasonably faced by the business.

K

Despite the low ML/TF risk nature of h\%siness, Afterpay recognises that low risk does not
equal no risk, and as a result, Aft continues to seek to effectively apply its AML/CTF
systems and controls. These systgms and controls are now appropriate, focused and continue
to be adequately resourced ag@ omer numbers and loan volumes increase.

The Notice required the ssment of 12 Notice Matters. As a result of the Audit | have
identified 6 recommerQa‘tions foryouto consider:

* Notice IV’I&V'@}K - Board and Senior Management oversight and governance of

compl& ith AML/CTF Act and Rules - | recommend that the Board of Afterpay
contjgO¥to maintain its current level of Board and Senior Management oversight of
AI\&TF compliance as the business grows.

o\e'(aotice Matter 2a) i - Low Risk Designated Services Exemption - It is my opinion that
@ Afterpay's service poses a low ML/TF risk, and | encourage Afterpay to engage
Q~ AUSTRAC regarding its buy-now pay-later service being formally designated as low
ML/TF risk in the AML/CTF Rules.
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* Notice Matter 2b) i - Compliance with applicable customer identification procedures -
Afterpay should engage with AUSTRAC about its historic approach to consumer
identity verification which was outside of the safe harbour set out in the AML/CTF
Rules.

o Notice Matter 2b) ii - Compliance with politically exposed person (PEP) identification
and risk management requirements - Afterpay should ensure it complies with all of
Parts 4.1.3 and 4.13 of the AML/CTF Rules regarding the identification and
management of the risk of politically exposed person (PEPs) using the service.

o Notice Matter 2d) i - Compliance with ongoing customer due diligence requirements -
Afterpay should review the application of its enhanced customer due diligence
procedures to ensure the processes are applied proportionately with regard to t(@
ML/TF risk posed by the consumer. Q

* Notice Matter 3) ii - Suspicious matter reporting content - Afterpay shouyk ntinue to
evolve its procedures to ensure all actionable information or intelligea) ailable to it
is included in suspicious matter reports submitted to AUSTRAC. N

In light of the rapid growth of Afterpay’s business and the ongoin@/lL/CTF changes and
challenges it faced, Afterpay proactively engaged with AUSTRAéz(ilyAugust 2018 and sought
further expert legal advice as well as increasing resources in tp@ a of AML/CTF compliance.
This included hiring a skilled AML/CTF Compliance Officer irq\l"e oghnition of the need to ensure
AML/CTF compliance kept pace with a business which %growing exponentially and could
respond to the changes the business was facing.

From the work undertaken as part of the Au O\t is evident that there is a continued
commitment by the Board to ensure the busi&ss and supporting AML/CTF functions are
provided with adequate funding, staff and ical support in order to comply.

Afterpay has a strong compliance ¢ tB@ supported at the highest levels, which is clearly
evident based on one-to-one con tions with Directors, Senior Management and key
AML/CTF compliance personnel.

As aresult of the increased re&ce allocation, Afterpay’s transaction monitoring system is now
effective, efficient and i gent. Afterpay’s work in this space and the results generated
contribute to the suanﬁon of suspicious matter reports.

Whilst the actual @Key laundering and terrorism financing risks inherently faced by Afterpay’s

business are lo erpay’s increasing transaction volumes and business growth heighten the
risk of misuge“ef Afterpay’s buy-now pay-later service. As a result, the Board should maintain a
focus on JCTF compliance and ensure AML/CTF managers continue to be proactively

suppm#and appropriately equipped to deal with these challenges.

| v@%:l like to take this opportunity to thank the Board for their support with the Audit and
ise you that your staff | met and worked with during the Audit have been cooperative,
professional, and at all times, open and honest. This included being provided with the logistical
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support and access to the information and relevant staff we requested, which ensured | was able
to complete the Audit within the specified timeframe.

Itismy opinion that the Final Report is a fair and accurate reflection of the maturity of Afterpay’s
AML/CTF compliance and will support Afterpay’s ongoing compliance with the AML/CTF Act
and Rules.

Yours Sincerely

g=

Neil Jeans
Principal - Initialism Pty Ltd

X
Q
Q\%\
@)
2
N
o
v
o)
>
&
\O
N\

Page | 208

22" November 2019 Neil G. Jeans




Afterpay Pty Ltd — External Audit Report

APPENDIX 4
AML/CTF Act — Referenced Sections

Part 2, Division 3, Sections 30 and 31 - Anti-Money Laundering and Counter-Terrorism
Financing Act 2006

Part 2—Identification procedures etc.

Division 3—Identification procedures for certain low-risk services

30 Identification procedures for certain low-risk services

Scope Q(]/Q

(1) This section applies to the provision by a reporting entity of a Des@}tqe/d Service to a
customer if, under the AML/CTF Rules, the service is taken to l{g\a low-risk Designated
Service. (\'\

®)

(2) Sections 32 and 34 do not apply to the provision by the ggborting entity of the Designated
Service to the customer. ,\0_)

Note: For special rules about verification of identity %{}ee section 31.

31 Verification of identity of low-risk service c%@%er etc.
Scope &((\
<O

Q

(1) This section applies to a reporti éltity if:
(a) at a particular time (the rglevant time), the reporting entity commences to provide a

Designated Service § customer; and
(b) under the AML/CEE ules, the service is taken to be a low-risk Designated Service;

and
(c) atthe relev r@‘time or a later time, a suspicious matter reporting obligation arises for
the repo&g entity in relation to the customer.

Note 1: F@suspiciaus matter reporting obligation, see section 41.

Note 2: (O%For tipping-off offences, see section 123.

AN
@%irement

(2) The reporting entity must:
(a) take such action as is specified in the AML/CTF Rules; and

(b) do so within the time limit allowed under the AML/CTF Rules.

Civil penalty

(3) Subsection (2) is a civil penalty provision.
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Part 2, Division 4, Sections 32, 33 and 34 - Anti-Money Laundering and Counter-
Terrorism Financing Act 2006

Part 2—Identification procedures etc.
Division 4—Identification procedures etc.

32 Carrying out the applicable customer identification procedure before the
commencement of the provision of a Designated Service.

(1) A reporting entity must not commence to provide a Designated Service to a customer if:
(a) there are no special circumstances that justify carrying out the applicable customer
identification procedure in respect of the customer after the commelaement of the
provision of the service (see section 33); and
(b) the reporting entity has not previously carried out the applicable\é'&omer
identification procedure in respect of the customer; and Q
(¢) neither section 28 nor section 30 applies to the provision e service.

Note 1: See also the definition of commence to provide a Designate@rvice in section 5.

Note 2: See also section 38 (when applicable customer identif&é&ﬁ procedure deemed to be carried out
by a reporting entity). N
S
Civil penalty Vel
(\
(2) Subsection (1) is a civil penalty provision. (5\,\0

33 Special circumstances that justify carr Kg out the applicable customer
identification procedure after"the commencement of the provision of a

Designated Service

For the purposes of this AQ)Qf a reporting entity commences to provide a Designated
Service to a customer, @ffere are taken to be special circumstances that justify the carrying

out of the applicab &c%stomer identification procedure in respect of the customer after
the commence of the provision of the service if, and only if:

(a) the servi@s specified in the AML/CTF Rules; and

(b) such @Qer conditions (if any) as are set out in the AML/CTF Rules are satisfied.

Note: @fb%For specification by class, see subsection 13(3) of the Legislation Act 2003.

)
34 Carryingﬁut the applicable customer identification procedure after the
commencement of the provision of a Designated Service etc.

1) If:

(a) areporting entity has commenced to provide a Designated Service to a customer;
and

(b) when the reporting entity commenced to provide the Designated Service to the
customer, there were special circumstances that justified the carrying out of the
applicable customer identification procedure in respect of the customer after the
commencement of the provision of the service (see section 33); and

(¢) the reporting entity has not previously carried out the applicable customer
identification procedure in respect of the customer; and
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(d) the reporting entity has not carried out the applicable customer identification
procedure in respect of the customer within whichever of the following periods is
applicable:

(1) if the Designated Service is specified in the AML/CTF Rules—the period
ascertained in accordance with the AML/CTF Rules; or

(i) in any other case—the period of 5 business days after the day on which the
reporting entity commenced to provide the service; and

(e) neither section 28 nor section 30 applies to the provision of the service;

then, after the end of the period referred to in whichever of subparagraphs (d)(i) or (ii) is

applicable, the reporting entity must not continue to provide, and must not commence to

provide, any Designated Services to the customer until the reporting entity carries out the
applicable customer identification procedure in respect of the customer.

Note 1: See also the definition of commence to provide a Designated Service in section 5.
Note 2: See also section 38 (when applicable customer identification procedure dee&@o be carried out
by a reporting entity). \(1/

(2) Subsection (1) does not apply if: \
(a) under the AML/CTF Rules, the reporting entity is not re L{}'{di to carry out the
applicable customer identification procedure in respegddf the customer; and
(b) the reporting entity takes such action as is speciﬁeoglz@/the AML/CTF Rules.

. N
Civil penalty C}'

(3) Subsection (1) is a civil penalty provision. \O(\?\
X
: o

Periods \((\
(4) A period ascertained in accordance\tét% AML/CTF Rules made for the purposes of

subparagraph (1)(d)(1):

(a) must commence at the tiag@e when the reporting entity commences to provide the

Designated Serviceé@lcerned; and
(b) may be expressei@zénd on the occurrence of a specified event.

(5) Paragraph (4)(b)8@es not limit subparagraph (1)(d)(i).
\)Q
Part 2, Division q%@ection 35 - Anti-Money Laundering and Counter-Terrorism

Financing Acta&)G
@\

Part 2—Identification procedures etc.

Division 5—Verification of identity etc.

35 Verification of identity of customer etc.

Scope

(1) This section applies to a reporting entity if:

(a) at a particular time, the reporting entity has carried out, or has purported to carry out,
the applicable customer identification procedure in respect of a particular customer
to whom the reporting entity provided, or proposed to provide, a Designated
Service; and
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(b) at a later time, any of the following subparagraphs applies:
(1) an event prescribed by the AML/CTF Rules happens;
(i1) a circumstance specified in the AML/CTF Rules comes into existence;
(iii) a period ascertained in accordance with the AML/CTF Rules ends.

Note: See also section 38 (when applicable customer identification procedure deemed to be carried out
by a reporting entity).

Requirement

(2) The reporting entity must:
(a) take such action as is specified in the AML/CTF Rules; and
(b) do so within the time limit allowed under the AML/CTF Rules.

Civil penalty

(3) Subsection (2) is a civil penalty provision. \(1/

Part 3, Division 6, Section 36 - Anti-Money Laundering and ngn er-Terrorism

Financing Act 2006 O
Sl
. o \

Part 2—Identification procedures etc. &
Division 6—Ongoing customer due dilig‘e%%é\

36 Ongoing customer due diligence \06(\

Q
(1) A reporting entity must: Q‘\\
(a) monitor the reporting ent{ty’s customers in relation to the provision by the reporting

entity of Designateg\S&rvices at or through a permanent establishment of the
reporting entity i&@kustralia, with a view to:

(i) identifyiné& nd
(i1) mitigag ; and
(iii) mapg@ing;
the risPthe reporting entity may reasonably face that the provision by the reporting

y of a Designated Service at or through a permanent establishment of the

\&porting entity in Australia might (whether inadvertently or otherwise) involve or
Q& facilitate:

(iv) money laundering; or
(v) financing of terrorism; and
(b) do so in accordance with the AML/CTF Rules.
Civil penalty
(2) Subsection (1) is a civil penalty provision.

Exemption

(3) This section does not apply to a Designated Service covered by item 54 of table 1 in
section 6.

Note: Item 54 of table 1 in section 6 covers a holder of an Australian financial services licence who
arranges for a person to receive a Designated Service.
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Designated business groups

(4) If areporting entity is a member of a designated business group, the obligation imposed
on the reporting entity by subsection (1) may be discharged by any other member of the
group.

Registered remittance affiliates

(5) If an obligation is imposed by subsection (1) on a reporting entity in its capacity as a
registered remittance affiliate of a registered remittance network provider, the obligation
may be discharged by the registered remittance network provider.

Part 3, Division 2, Section 41 - Anti-Money Laundering and Counter-Terrorism
Financing Act 2006

Q(]/Q
Part 3—Reporting obligations \ngl'
Division 2—Suspicious matters O{\\%
41 Reports of suspicious matters \Q)q;l/
Suspicious matter reporting obligation ?5}

(1) A suspicious matter reporting obligation ark@?or a reporting entity in relation to a
person (the first person) if, at a particul e (the relevant time):

(a) the reporting entity commences q‘\ rovide, or proposes to provide, a Designated
Service to the first person; Ql\(\

(b) both: @)
(1) the first person re ts the reporting entity to provide a Designated Service to
the first pers nd

ii) the Desig Service is of a kind ordinarily provided by the reporting entity;
X

or <
(©) both: &2
@) t e\ﬁgt person inquires of the reporting entity whether the reporting entity
%@ ould be willing or prepared to provide a Designated Service to the first
person; and

>
@Xii) the Designated Service is of a kind ordinarily provided by the reporting entity;
agf any of the following conditions is satisfied:

(d) at the relevant time or a later time, the reporting entity suspects on reasonable
grounds that the first person is not the person the first person claims to be;

(e) at the relevant time or a later time, the reporting entity suspects on reasonable
grounds that an agent of the first person who deals with the reporting entity in
relation to the provision or prospective provision of the Designated Service is not
the person the agent claims to be;

(f) at the relevant time or a later time, the reporting entity suspects on reasonable
grounds that information that the reporting entity has concerning the provision, or
prospective provision, of the service:

(1) may be relevant to investigation of, or prosecution of a person for, an evasion,
or an attempted evasion, of a taxation law; or
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(i1) may be relevant to investigation of, or prosecution of a person for, an evasion,
or an attempted evasion, of a law of a State or Territory that deals with
taxation; or

(iii) may be relevant to investigation of, or prosecution of a person for, an offence
against a law of the Commonwealth or of a State or Territory; or

(iv) may be of assistance in the enforcement of the Proceeds of Crime Act 2002 or
regulations under that Act; or

(v) may be of assistance in the enforcement of a law of a State or Territory that
corresponds to the Proceeds of Crime Act 2002 or regulations under that Act;

(g) at the relevant time or a later time, the reporting entity suspects on reasonable
grounds that the provision, or prospective provision, of the service is preparatory to
the commission of an offence covered by paragraph (a), (b) or (c) of the definition
of financing of terrorism in section 5;

(h) at the relevant time or a later time, the reporting entity suspects on regdpnable
grounds that information that the reporting entity has concernina{é@p)rovision, or

prospective provision, of the service may be relevant to the inygstigation of, or
prosecution of a person for, an offence covered by paragr. a), (b) or (c) of the

definition of financing of terrorism in section 5; N

(1) at the relevant time or a later time, the reporting entity @&pects on reasonable
grounds that the provision, or prospective provisi f the service is preparatory to
the commission of an offence covered by parag@) (a) or (b) of the definition
of money laundering in section 5; LN

(j) at the relevant time or a later time, the rep &hg entity suspects on reasonable
grounds that information that the repor(iyng entity has concerning the provision, or
prospective provision, of the servicg@ray be relevant to the investigation of, or
prosecution of a person for, an offehce covered by paragraph (a) or (b) of the
definition of money laundet{QGan section 5.

N
Report O

(2) If a suspicious matter repc@}qlg obligation arises for a reporting entity in relation to a
person, the reportin i@%’y must give the AUSTRAC CEO a report about the matter
within: z
(a) if paragrap]{@:)(d), (e), (), (1) or (j) applies—3 business days after the day on which

the repg@ng entity forms the relevant suspicion; or
(b) if pa@'aph (1)(g) or (h) applies—24 hours after the time when the reporting entity
s the relevant suspicion.

3) \ort under subsection (2) must:
(a) be in the approved form; and
(b) contain such information relating to the matter as is specified in the AML/CTF
Rules; and
(c) contain a statement of the grounds on which the reporting entity holds the relevant
suspicion.
Note 1:  For additional rules about reports, see section 244.

Note 2: Section 49 deals with the provision of further information, and the production of documents, by
the reporting entity.

Civil penalty
(4) Subsection (2) is a civil penalty provision.

Reasonable grounds for suspicion
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(5) The AML/CTF Rules may specify matters that are to be taken into account in determining
whether there are reasonable grounds for a reporting entity to form a suspicion of a kind

mentioned in paragraph (1)(d), (e), (f), (g), (h), (i) or (j).

Note: For specification by class, see subsection 13(3) of the Legislation Act 2003.

Part 3, Division 3, Section 43 - Anti-Money Laundering and Counter-Terrorism

Financing Act 2006

Part 3—Reporting obligations

Division 3—Threshold transactions
43 Reports of threshold transactions

Scope
(0
(1) This section applies to a reporting entity if:
(a) the reporting entity commences to provide, or provi

customer; and
(b) the provision of the service involves a thresholq"ﬁansactlon.

?\
Report
P ) \O(\
(2) The reporting entity must, within 10 busi days after the day on which the transaction
takes place, give the AUSTRAC CECB; eport of the transaction.

(3) A report under subsection (2) &\(\
(a) be in the approved fo Q
(b) contain such 1nf0rm
Rules.

Note 1:  For addltlonQrules about reports, see section 244.

Note 2: Sectloné@deals with the provision of further information, and the production of documents, by

the @ning entity.
Civil pengh‘y

4) S@%ﬁon (2) is a civil penalty provision.

q}T/Oa Designated Service to a

relating to the transaction as is specified in the AML/CTF

Neil G. Jeans
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Part 3, Division 3, Section 45 - Anti-Money Laundering and Counter-Terrorism
Financing Act 2006

Part 3—Reporting obligations
Division 4—International funds transfer instructions

45 Reports of international funds transfer instructions

Scope

(1) This section applies to a person if:
(a) the person is:
(1) the sender of an international funds transfer instruction trans@ out of
Australia; or ('1/
(i1) the recipient of an international funds transfer 1nstruct1(\@hnsm1tted into
Australia; and ,\Q.)
1t the regulations provide that this paragraph 1s applica the total amount or value
b) if'th lati ide that thi h i licab h 1 1
that is to be, or is, transferred is not less than the am@%t specified in the
regulations; and NS
(¢) such other conditions (if any) as are set out in tQ'e\AML/CTF Rules are satisfied.

Note: International funds transfer instruction is de&?d by section 46.
O
Report (5\'\

(2) The person must, within 10 business @s after the day on which the instruction was sent
or received by the person, give t]g\é\f\\J STRAC CEO a report about the instruction.

(3) A report under subsection (2 )gust:
(a) be in the approved foé@, and
(b) contain such infO{@g‘lion relating to the matter as is specified in the AML/CTF
Rules.

Note: For add&nal rules about reports, see section 244.
. O
Civil pen@l
27 .
4) Sub@n (2) is a civil penalty provision.
<
Igﬁds transfer chain etc.

(5) For the purposes of this section, it is immaterial whether the person sent or received the
international funds transfer instruction in the capacity of interposed institution in a funds
transfer chain.

Note: For funds transfer chain, see subsection 64(2).
Exemptions

(6) This section does not apply to an international funds transfer instruction that is of a kind
specified in the AML/CTF Rules.

(7) This section does not apply to an international funds transfer instruction that is sent or
received in circumstances specified in the AML/CTF Rules.
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46 International funds transfer instruction

For the purposes of this Act, the following table defines international funds transfer

instruction:

International funds transfer instruction

Item  Type of instruction

The instruction is an international
funds transfer instruction if ...

1 electronic funds transfer instruction

(a) the instruction is accepted at or
through a permanent
establishment of the ordering
institution in Australia; and

(b) the transferred money is to be, or
is, made available to the payee at
or through a permanent
establishment of the beneficiary
institution in a foreign country, (\

Q
of
o

2 electronic funds transfer instruction

(a) the instruction is accepted a}\gb\
through a permanent
establishment of the Q.icéi@mg

institution in a for@ ountry;
and

(b) the transferrﬁg:}foney is to be, or

is, made ayaflable to the payee at
or thr a permanent
estab pshiment of the beneficiary

ution in Australia

3 instruction given by a transferor
entity for the transfer of money or
property under a designated
remittance arrangement e}O

)
<«

&

&s‘t&?e instruction is accepted at or
N

@)

through a permanent
establishment of a non-financier
in Australia; and

(b) the money or property is to be, or
is, made available to the ultimate
transferee entity at or through a
permanent establishment of a
person in a foreign country

4 instruction g%?n\lgy a transferor
entity for %’9 ansfer of money or
properq@ der a designated
renQ@ﬂce arrangement

(a) the instruction is accepted at or
through a permanent
establishment of a person in a
foreign country; and

(b) the money or property is to be, or
is, made available to the ultimate
transferee entity at or through a
permanent establishment of a
non-financier in Australia
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Part 3, Division 5, Section 47 - Anti-Money Laundering and Counter-Terrorism
Financing Act 2006

Part 3—Reporting obligations
Division 5—AML/CTF compliance reports

47 AML/CTF compliance reports

Scope

(1) This section applies if the AML/CTF Rules provide that, for the purposes of this section:
(a) a specified period is a reporting period; and
(b) a specified period beginning at the end of a reporting period is theé ment period

for that reporting period. ('1/
A period specified under paragraph (a) or (b) may be a recumng d
'\
Report
S

(2) A reporting entity must, within the lodgement period fi eporting period, give the
AUSTRAC CEO a report relating to the reporting en@ s compliance with this Act, the
regulations and the AML/CTF Rules during the re@rting period.

(3) A report under subsection (2) must: O(\
(a) be in the approved form; and \\
(b) contain such information as is re%sfs?d by the approved form.

Note: For additional rules about re})\s@* see section 244.

Civil penalty ((\O

O
(4) Subsection (2) is a civil @alty provision.
KQ
Exemption éQ

(5) This section d\?? not apply to a reporting entity if all of the Designated Services provided
by the repQiing entity are covered by item 54 of table 1 in section 6.

Note: Dltem 54 of table 1 in section 6 covers a holder of an Australian financial services licence who
\@ arranges for a person to receive a Designated Service.

Déesignated business groups

(6) If a reporting entity is a member of a designated business group, the obligation imposed
on the reporting entity by subsection (2) may be discharged by any other member of the

group.

(7) If 2 or more reporting entities are members of a designated business group, reports under
subsection (2) relating to those reporting entities may be set out in the same document.

Different reporting entities

(8) AML/CTF Rules made for the purposes of this section may make different provision with
respect to different reporting entities. This does not limit subsection 33(3A) of the Acts
Interpretation Act 1901.
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Part 3A - Anti-Money Laundering and Counter-Terrorism Financing Act 2006

Part 3A—Reporting Entities Roll

51B Reporting entities must enrol

(1) If aperson’s name is not entered on the Reporting Entities Roll, the person must:

(a) if the person provided a Designated Service during the period of 28 days before the
commencement of this section—apply in writing to the AUSTRAC CEO under
subsection 51E(1) within 28 days after the commencement of this section; or

(b) if the person commences to provide a Designated Service after the commmencement
of this section—apply in writing to the AUSTRAC CEO under s tion S1E(1)
within 28 days after commencing to provide the Designated S

(2) Subsection (1) does not apply if the person: QJ\Q
(a) has applied under subsection 51E(1) in relation to the pr&l’l\sion of another
Designated Service; and (@)

(b) has not since requested under section 51G that th @ STRAC CEO remove the
person’s name and enrolment details from the Ree)borting Entities Roll.

8
Civil penalty (\?\
O
(3) Subsection (1) is a civil penalty provision.rs\\
N &
51C Reporting Entities Roll NS

N

(1) The AUSTRAC CEO must mafathin a roll for the purposes of this Part, to be known as

the Reporting Entities Rolloﬁ(\

(2) The AUSTRAC CEO {@@ maintain the Reporting Entities Roll by electronic means.
(3) The Reporting En&tjes Roll is not a legislative instrument.

(4) The AML/C"RI}Q{ules may make provision for and in relation to either or both of the
following:

(a) theﬁrrection of entries in the Reporting Entities Roll;

(b)oxtty other matter relating to the administration or operation of the Reporting Entities
Roll, including the removal of names and enrolment details from the Reporting
Entities Roll.

51D Enrolment

If a person applies to the AUSTRAC CEO under subsection 51E(1) and the person’s name
is not already entered on the Reporting Entities Roll, the AUSTRAC CEO must enter on
the Reporting Entities Roll:

(a) the person’s name; and
(b) the person’s enrolment details.

S51E Applications for enrolment

(1) A person may apply in writing to the AUSTRAC CEO for enrolment as a reporting entity.
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(2) The application must:

(a) be in accordance with the approved form, or in a manner specified in the AML/CTF
Rules; and
(b) contain the information required by the AML/CTF Rules.

S51F Enrolled persons to advise of change in enrolment details

(1) A person who is enrolled under this Part must advise the AUSTRAC CEO, in accordance

with subsection (2), of any change in the person’s enrolment details that is of a kind
specified in the AML/CTF Rules.

(2) A person who is required by subsection (1) to advise the AUSTRAC CEO of a change in
enrolment details must do so:
(a) within 14 days of the change arising; and
(b) in accordance with the approved form, or in a manner specified in
Rules.

ML/CTF
bglz
Civil penalty

Q
8
(3) Subsection (1) is a civil penalty provision. 0(\
v
51G Removal of entries from the Reporting Entities Ro}ko.)(b

(1) A person may, in writing, request the AUSTRA
enrolment details from the Reporting Entitie

&

%)
(b) contain the information re%{@eﬁ\by the AML/CTF Rules.
(3) The AUSTRAC CEO must

ider the request and remove the person’s name and
enrolment details from thpReporting Entities Roll if the AUSTRAC CEO is satisfied that
it is appropriate to do @Qlaving regard to:

(a) whether the per‘gb has ceased to provide Designated Services; and

O to remove the person’s name and
11.
(2) The request must:

(a) be in the approved form; and

(b) the likelihoeglof the person providing a Designated Service in the financial year
beginnji@*after the request is given; and
(c) any

anding obligations the person has (if any) to provide a report under any of
th&rollowing provisions:
Q}%) section 43 (threshold transaction reports);

(ii) section 45 (international funds transfer instruction reports);
(iii) section 47 (AML/CTF compliance reports).
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Part 7, Division 2, Section 81 - Anti-Money Laundering and Counter-Terrorism
Financing Act 2006

Part 7—Anti-money laundering and counter-terrorism financing
programs

Division 2—Reporting entity’s obligations

81 Reporting entity must have an anti-money laundering and counter-terrorism
financing program

(1) A reporting entity must not commence to provide a Designated Service to a customer if
the reporting entity:

(a) has not adopted; and Qq/
(b) does not maintain; b}q’
an anti-money laundering and counter-terrorism financing prog@}@that applies to the
reporting entity.
(\
Civil penalty qu/
)
(2) Subsection (1) is a civil penalty provision. C}'\
?\
N\

Part 7, Division 2, Section 82 - Anti-Money La@ﬁerinq and Counter-Terrorism
Financing Act 2006

@

Part 7—Anti-money launde(ﬁtg and counter-terrorism financing
programs 60((\

Division 2—Reporting thﬁy s obligations

82 Compliance with P@A of an anti-money laundering and counter-terrorism
financln@ gram

Con@nce with program

(D) HQ‘reportmg entity has adopted:

(a) astandard anti-money laundering and counter-terrorism financing program; or
(b) ajoint anti-money laundering and counter-terrorism financing program;

that applies to the reporting entity, the reporting entity must comply with:
(c) Part A of the program; or

(d) if the program has been varied on one or more occasions—Part A of the program as
varied.

Civil penalty
(2) Subsection (1) is a civil penalty provision.

Exceptions
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(3) Subsection (1) does not apply to a particular provision of Part A of a standard anti-money
laundering and counter-terrorism financing program if the provision was not included in

the program in order to comply with the requirements specified in AML/CTF Rules
made for the purposes of paragraph 84(2)(c).

(4) Subsection (1) does not apply to a particular provision of Part A of a joint anti-money
laundering and counter-terrorism financing program if the provision was not included in

the program in order to comply with the requirements specified in AML/CTF Rules
made for the purposes of paragraph 85(2)(c).

(5) A person who wishes to rely on subsection (3) or (4) bears an evidential burden in
relation to that matter.

Part 7, Division 3, Section 84 - Anti-Money Laundering and Counter-Terrqrism
Financing Act 2006 qu

v
Part 7—Anti-money laundering and counter-terl;\gﬁbs(m financing

programs Qo
9
2
)
Division 3—Anti-money laundering and count&rﬁerrorism financing
programs \g
o)
)

84 Standard anti-money laundering and countéf-terrorism financing program

N\
(1) A standard anti-money Iaunderini&g counter-terrorism financing program is a
written program that:

(a) applies to a particular re ng entity; and
(b) is divided into the fo%&;g parts:

(1) Part A (genel@ﬁ',

(ii) Part B (czg(&ner identification).

A stand& anti-money laundering and counter-terrorism financing program does not bind the
rep@ entity unless the reporting entity adopts the program (see section 82).

Part A éghberal /)
<

2) P@ of a standard anti-money laundering and counter-terrorism financing program is a
pSIT:
(a) the primary purpose of which is to:
(1) identify; and
(i) mitigate; and
(iii) manage;

Note:

the risk the reporting entity may reasonably face that the provision by the reporting
entity of Designated Services at or through a permanent establishment of the

reporting entity in Australia might (whether inadvertently or otherwise) involve or
facilitate:

(iv) money laundering; or
(v) financing of terrorism; and

(b) if the reporting entity provides Designated Services at or through a permanent
establishment of the reporting entity in a foreign country—another purpose of

Page | 222 22" November 2019 Neil G. Jeans



Afterpay Pty Ltd — External Audit Report

which is to ensure that the reporting entity takes such action (if any) as is specified
in the AML/CTF Rules in relation to the provision by the reporting entity of
Designated Services at or through a permanent establishment of the reporting entity
in a foreign country; and

(c) that complies with such requirements (if any) as are specified in the AML/CTF
Rules.

Part 10, Division 1, Sections 106, 107, 108, 111, 112, 113 - Anti-Money Laundering and
Counter-Terrorism Financing Act 2006

Part 10—Record-keeping requirements
Division 2—Records of transactions etc.

. . &
106 Records of Designated Services ,\9.)

(1) The AML/CTF Rules may provide that, if a reporting ent'ty@%mmences to provide, or
provides, a specified kind of Designated Service to a cuetner, the reporting entity must
make a record of information relating to the provisiou\%f the service.

(2) The AML/CTF Rules may provide that, if a repo?rctfg entity commences to provide, or
provides, a Designated Service to a customegdn*circumstances specified in the

AML/CTF Rules, the reporting entity musrg}take a record of information relating to the
provision of the service.

\
O
(3) A record under subsection (1) or Qﬁnust comply with such requirements (if any) as are
specified in the AML/CTF Rul€d)

(4) A reporting entity must co@ﬁ(; with AML/CTF Rules made for the purposes of this
section. QO

<«
2
(5) Subsection (45% a civil penalty provision.

Civil penalty

Design, business groups
Q
(6) If; ®\
(a) areporting entity is a member of a designated business group; and

(b) such other conditions (if any) as are specified in the AML/CTF Rules are satisfied;

the obligation imposed on the reporting entity by subsection (4) may be discharged by
any other member of the group.

107 Transaction records to be retained
Scope

(1) This section applies if:

(a) areporting entity makes a record of information relating to the provision of a
Designated Service to a customer; and

(b) the record is not declared by the AML/CTF Rules to be exempt from this section.
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Retention

(2) The reporting entity must retain:
(a) the record; or

(b) a copy of the record; or
(c) an extract from the record showing the prescribed information;

for 7 years after the making of the record.

Civil penalty
(3) Subsection (2) is a civil penalty provision.
Designated business groups
4) If:
(a) areporting entity is a member of a designated business group; an,
(b) such other conditions (if any) as are specified in the AML/CT

the obligation imposed on the reporting entity by subsection (2
any other member of the group.
S

Q
N
es are satisfied;
be discharged by

108 Customer-provided transaction documents to be retz&)ﬁ@d
N
Scope ?S}'
(1) This section applies if: . \o(\
(a) a document relating to the provision QZ»\prospective provision, of a Designated
Service by a reporting entity is %@ to the reporting entity by or on behalf of the

customer concerned; and Q
(b) the reporting entity comm@es, or has commenced, to provide the service to the

customer.
N
(2) The reporting entity mus&f:étam:
(a) the document; &Q

(b) acopy of theéocument;
for 7 years aft e giving of the document.

>
Civil pe%QB
(3) sub%&%n (2) is a civil penalty provision.
Designated business groups
4 If:

(a) areporting entity is a member of a designated business group; and
(b) such other conditions (if any) as are specified in the AML/CTF Rules are satisfied;

the obligation imposed on the reporting entity by subsection (2) may be discharged by
any other member of the group.

Division 3—Records of identification procedures

111 Copying documents obtained in the course of carrying out an applicable custom
identification procedure

For the purposes of this Act, if:
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(a) a document is produced to a reporting entity in the course of an applicable customer
identification procedure carried out under this Act; and

(b) the reporting entity makes a copy of the document;

the reporting entity is taken to have made a record of the information contained in the

document.

112 Making of records of identification procedures

Scope

(1) This section applies to a reporting entity if the reporting entity carries out an applicable
customer identification procedure in respect of a particular customer to whom the
reporting entity provided, or proposed to provide, a Designated Service.

Records Q(LQ
bglz

(2) The reporting entity must make a record of:
(a) the procedure; and \Q
(b) information obtained in the course of carrying out the pl%c'ggure; and
(¢) such other information (if any) about the procedure ?.i/@ specified in the AML/CTF
Rules. >
N

(3) A record under subsection (2) must comply with s@h requirements (if any) as are
specified in the AML/CTF Rules.
o)

Civil penalty (5\'\

(4) Subsection (2) is a civil penalty pmg\@\q.
N
Designated business groups Os\
(5) If: O((\

(a) areporting entity i@@)member of a designated business group; and
(b) such other con(ffl&)ns (if any) as are specified in the AML/CTF Rules are satisfied;
the obligation i sed on the reporting entity by subsection (2) may be discharged by
any other me@er of the group.
O
113 Retention ofrgg%ords of identification procedures
\&
Qe
(1) This section applies to a reporting entity if:

(a) the reporting entity carried out an applicable customer identification procedure in
respect of a particular customer to whom the reporting entity provided, or proposed
to provide, a Designated Service; and

(b) the reporting entity made a record of:

(1) the procedure; or
(i) information obtained in the course of carrying out the procedure; or
(iii) such other information (if any) about the procedure as is specified in the
AML/CTF Rules.

Retention
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(2) The reporting entity must retain the record, or a copy of the record, until the end of the
first 7-year period:

(a) that began at a time after the procedure was carried out; and

(b) throughout the whole of which the reporting entity did not provide any Designated
Services to the customer.

Civil penalty
(3) Subsection (2) is a civil penalty provision.
Designated business groups

4) If:
(a) areporting entity is a member of a designated business group; and
(b) such other conditions (if any) as are specified in the AML/CTF Rul@@'e satisfied;

the obligation imposed on the reporting entity by subsection (2) may. b&lscharged by
any other member of the group. \
©
N

Part 13, Division 8, Section 165 - Anti-Money Laundering angfounter-Terrorism
Financing Act 2006 qgll
N

. X
Part 13—Audit ?g)

Division 8—Money laundering and terrq&i@m financing risk assessments
N

165 Money laundering and terrorism ﬁnihgng risk assessments

Money laundering and terroris@ﬁnancin g program risk assessment

(6) For the purposes of this Aé&a money laundering and terrorism financing risk
assessment is an asse nt by a reporting entity of:

(a) the risk the re}{gﬁting entity may reasonably face that the provision by the reporting
entity of gnated Services at or through a permanent establishment of the
reportinglentity in Australia might (whether inadvertently or otherwise) involve or
faciliggte:

ifomoney laundering; or
Q\@&("a":nancing of terrorism; and
@' what the reporting entity will need to do, or continue to do, to:

(1) identify; and

(i) mitigate; and

(iii)) manage;

the risk the reporting entity may reasonably face that the provision by the reporting
entity of Designated Services at or through a permanent establishment of the

reporting entity in Australia might (whether inadvertently or otherwise) involve or
facilitate:

(iv) money laundering; or
(v) financing of terrorism.
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AML/CTF Rules — Referenced Chapters

Chapter 4, Parts 4.1-4.13 - Anti-Money Laundering and Counter-Terrorism Financing

Rules Instrument 2007 (No. 1)

CHAPTER 4

Part 4.1 Introduction

4.1.1

Note:

Note:

These Rules are made pursuant to section 229 of the AML/CTF Act for¢he purposes
of paragraphs 36(1)(b), 84(2)(c), 84(3)(b), 85(2)(c) and 85(3)(b), an @Ctions 106,
107 and 108 of the AML/CTF Act. Sections 136 and 137 of the AM\L CTF Act apply
to each paragraph of this Chapter. They specify the requireme With which Part A or
Part B of a reporting entity’s standard AML/CTF program or Pdrt A or Part B of a
reporting entity’s joint AML/CTF program must comply. primary purpose of Part
A of a standard or joint AML/CTF program is to identi "l/manage and mitigate money
laundering or terrorism financing (ML/TF) risk a rée{ﬁlg entity may reasonably face
in relation to the provision by the reporting entit Designated Services at or
through a permanent establishment in AustraligsThe sole or primary purpose of Part
B is to set out the reporting entity’s applica%@customer identification procedures.

Reporting entities that collect informa@» about a customer from a third party will
need to consider their obligation Lg@&r subclause 3.6 of the Australian Privacy
Principles, which requires that pe¥sonal information about an individual must be
collected only from the individyal unless it is unreasonable or impractical to do so
and where it is reasonablygécessary for the reporting entity’s functions or activities.

_ <
This Chapter does n%(gpply to:
O

(1) a pre-cgr)ﬁqencement customer; or

%)
(2) a Qﬁomer who receives a Designated Service covered by item 40, 42 or 44 of

@%le 1 in section 6 of the AML/CTF Act.

Subparagraph 4.1.2(1) relates to pre-commencement customers referred to in sections
28 and 29 of the AML/CTF Act.

For the purposes of these Rules, in identifying its ML/TF risk a reporting entity must
consider the risk posed by the following factors:

(1) its customer types; including:
(a) beneficial owners of customers; and
(b) any politically exposed persons;

(2) its customers’ sources of funds and wealth;
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3) the nature and purpose of the business relationship with its customers,
including, as appropriate, the collection of information relevant to that
consideration;

4) the control structure of its non-individual customers;

®)) the types of Designated Services it provides;
(6) the methods by which it delivers Designated Services; and
(7 the foreign jurisdictions with which it deals.

Different requirements with respect to different kinds of customers

4.1.4 These Rules specify different requirements for AML/CTF programs i ation to
different kinds of customers. An AML/CTF program must comply, \@«t such
requirements to the extent that a reporting entity has a customer\§ba particular kind.
These Rules make provision in respect of the following kindsiQPcustomers:

RS
Sl
(2)  Companies — Part 4.3 of these Rules; C}'\

(1)  Individuals — Part 4.2 of these Rules;

(3)  Customers who act in the capacity of.acﬁ&lstee of a trust — Part 4.4 of these
Rules; (5\\

&
(4)  Customers who act in the cap\%@r of a member of a partnership — Part 4.5 of
these Rules; Oi\

(5) Incorporated or unin@rated associations — Part 4.6 of these Rules;
2)
(6)  Registered co-opgidtives — Part 4.7 of these Rules;
N
(7) Govemmea\ﬁ&)dles — Part 4.8 of these Rules.
)
Requirements in re@t to Beneficial Owners and Politically Exposed Persons

4.1.5 These %@és specify different requirements for AML/CTF programs in relation to
beneiCial owners and politically exposed persons:

(1) Beneficial Owners — Part 4.12 of these Rules;

2) Politically Exposed Persons — Part 4.13 of these Rules.

4.1.6 A reporting entity is only required to apply the requirements specified in
subparagraphs 4.4.3(5) and 4.4.5(5), and in Part 4.12 and Part 4.13 of these Rules to a
person who becomes a customer after the commencement of those provisions on 1
June 2014.

Verification
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4.1.7 These Rules also require an AML/CTF program to comply with the requirements of
Part 4.9 of these Rules relating to document-based verification and with the
requirements of Part 4.10 of these Rules relating to verification from electronic data.

Agents of customers

4.1.8 An AML/CTF program must comply with the requirements of Part 4.11 of these
Rules in relation to any agent who is authorised to act for or on behalf of a customer
in relation to a Designated Service.

Part 4.2 Applicable customer identification procedure with respect to
individuals

4.2.1 Inso far as a reporting entity has any customer who is an individual, a AML/CTF
program must comply with the requirements specified in Part 4.2 obgt‘tl&se Rules.

4.2.2 An AML/CTF program must include appropriate risk-based s Qrns and controls that
are designed to enable the reporting entity to be reasonably gatisfied, where a
customer is an individual, that the customer is the indiVi@il/lg that he or she claims to
be. gcb

\'\

Collection of information ?SJ
4.2.3 An AML/CTF program must include a progestlire for the reporting entity to collect, at
a minimum, the following KYC inform about an individual (other than an
individual who notifies the reporting &fdity that he or she is a customer of the

reporting entity in his or her cap%i\ty s a sole trader):

(1)  the customer’s full neggé(,\

(2)  the customer’s %@%f birth; and
X

(3) the customeb@remden‘ual address.

424 An AML/CT \r)ogram must include a procedure for the reporting entity to collect at
a minimurrba e following KYC information about a customer who notifies the
reporti%@ntity that he or she is a customer of the reporting entity in his or her
capa&y as a sole trader:

(1)  the customer’s full name;
(2)  the customer’s date of birth;

(3) the full business name (if any) under which the customer carries on his or her
business;

(4) the full address of the customer’s principal place of business (if any) or the
customer’s residential address; and

(5) any ABN issued to the customer.
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4.2.5 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, in addition to the KYC information referred
to in paragraph 4.2.3 or 4.2.4 above, any other KYC information will be collected
about a customer.

Verification of information

4.2.6 An AML/CTF program must include a procedure for the reporting entity to verify, at
a minimum, the following KYC information about a customer:

(1)  the customer’s full name; and

(2) either:
(a) the customer’s date of birth; or (19‘]9
\)
(b) the customer’s residential address. Qb(

&)
4.277 An AML/CTF program must require that the verification oémqformation collected
about a customer be based on: qu,
N

(1)  reliable and independent documentation; &
(2) reliable and independent electronic dat@(‘or
>
(3) acombination of (1) and (2) abov\&(\
<O

4.2.8 An AML/CTF program must includb%ppropriate risk-based systems and controls for
the reporting entity to determin. Qhether, in addition to the KYC information referred
to in paragraph 4.2.6 above other KYC information collected about the customer
should be verified from re@%le and independent documentation, reliable and

independent electroni%fﬂq’a or a combination of the two.

N

Responding to discrepan@é?
)

429 An AML/C @%rogram must include appropriate risk-based systems and controls for
the reporfidg entity to respond to any discrepancy that arises in the course of verifying
KYC igdrmation collected about a customer so that the reporting entity can
deterthine whether it is reasonably satisfied that the customer is the person that he or
she claims to be.

Documentation-based safe harbour procedure where ML/TF risk is medium or lower

4.2.10 Paragraph 4.2.11 sets out one procedure for documentation-based verification which a
reporting entity may include in an AML/CTF program to comply with its obligations
under paragraphs 4.2.3 to 4.2.8, and 4.9.1 to 4.9.3 of these Rules where the
relationship with the customer is of medium or lower ML/TF risk. Paragraph 4.2.11
does not preclude a reporting entity from meeting the requirements of paragraphs
4.2.3t04.2.8,and 4.9.1 to 4.9.3 of these Rules in another way where the relationship
with the customer is of medium or lower ML/TF risk.
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4.2.11

An AML/CTF program that requires the reporting entity to do the following will be
taken to meet the requirements of paragraphs 4.2.3 to 4.2.8 and 4.9.2 to 4.9.3 of these
Rules in respect of a customer, where a reporting entity determines that the
relationship with that customer is of medium or lower risk:

(1)  collect the KYC information described in paragraph 4.2.3 or 4.2.4 (as the case
may be);

(2)  verify the customer’s name and either the customer’s residential address or date
of birth, or both, from:

(a) an original or certified copy of a primary photographic identification
document; or

(b) both: Q(]/Q
b{lx
(1) an original or certified copy of a primary non-photographic
identification document; and N
OQ
(ii)  an original or certified copy of a secdiary identification document;
and ;\O.)
o

(3)  verify that any document produced about ¥ie customer has not expired (other
than in the case of a passport issued Q&&\e Commonwealth that expired within
the preceding two years). (((b

\
Electronic-based safe harbour procedure K@% ML/TF Risk is medium or lower
N

4.2.12

4.2.13

Paragraph 4.2.13 sets out one Qedure for electronic verification which a reporting
entity may follow to comply@ith its obligations under paragraphs 4.2.3 to 4.2.8, and
4.10.1 of these Rules whegé the relationship with the customer is of medium or lower
ML/TF risk. Paragrapl((ﬁtl 13 does not preclude a reporting entity from meeting the
requirements of pa Xaphs 4.2.3t04.2.8, and 4.10.1 of these Rules in another way
where the relatio&}% with the customer is of medium or lower ML/TF risk.

Part B of anaQML/CTF program that requires the reporting entity to do the following
will be to meet the requirements of paragraphs 4.2.3 to 4.2.8 and 4.10.1 of these
RuleQ@respect of a customer, where a reporting entity determines that the
relationship with the customer is of medium or lower risk:

(1) collect the KYC information described in paragraph 4.2.3 or 4.2.4 (as the case
may be) about a customer;

(2) verify, having regard to the matters set out in subparagraph 4.10.2(1):

(a) the customer’s name; and
(b) either:
(1) the customer’s residential address; or

(11) the customer’s date of birth; or
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(i1i)  both (i) and (ii); or
(c) that the customer has a transaction history for at least the past 3 years.

4.2.14 For subparagraphs 4.2.13(2)(a) and (b), verification must be undertaken by the
reporting entity through the use of reliable and independent electronic data from at
least two separate data sources.

Part 4.3 Applicable customer identification procedure with respect to
companies

4.3.1 In so far as a reporting entity has any customer who is a domestic or a foreign
company, an AML/CTF program must comply with the requirements specified in Part
4.3 of these Rules. q/Q
Q

4.3.2 An AML/CTF program must include appropriate risk-based sy(sé@b@gnd controls that
are designed to enable the reporting entity to be reasonably se{{ ed, where a
customer is a company, that: Qo

)

(1)  the company exists; and Q)Q)(l’
N
(2)  inrespect to beneficial owners, the report?é)\éntity has complied with the

requirements specified in Part 4.12 of these Rules.

\\O

Existence of the company - collection of minimugNhformation

Q)
4.3.3 An AML/CTF program must incl d@ procedure for the reporting entity to collect, at
a minimum, the following KYC rmation about a company:

(1)  inthe case of a dom&é@c company:
<
(a) the full naé{éof the company as registered by ASIC;
)
(b) the @address of the company’s registered office;
(c) (bdg% full address of the company’s principal place of business, if any;
\&
@ the ACN issued to the company;

(e) whether the company is registered by ASIC as a proprietary or public
company; and

(f) if the company is registered as a proprietary company, the name of each
Director of the company;

(2)  inthe case of a registered foreign company:
(a) the full name of the company as registered by ASIC;

(b) the full address of the company’s registered office in Australia;
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3)

(c) the full address of the company’s principal place of business in Australia
(if any) or the full name and address of the company’s local agent in
Australia, if any;

(d) the ARBN issued to the company;
(e) the country in which the company was formed, incorporated or registered;

(f) whether the company is registered by the relevant foreign registration body
and if so whether it is registered as a private or public company or some
other type of company; and

(g) if the company is registered as a private company by the relevant foreign
registration body - the name of each Director of the compar}@

in the case of an unregistered foreign company: b@'
@\Q

(\
(b) the country in which the company was fornegg, incorporated or registered;

(a) the full name of the company;

(c) whether the company is registered by t&@'}elevant foreign registration

body and if so: Vel
Q

. e O
(1)  any identification numb@ﬁ%sued to the company by the relevant
foreign registration body upon the company’s formation,
incorporation or re\ ation;

(i1))  the full addr Qf the company in its country of formation,
incorporat'&r registration as registered by the relevant foreign
registra%' body; and

<

(111) w@.ther it is registered as a private or public company or some
er type of company by the relevant foreign registration body;

(d) 1%&6 company is registered as a private company by the relevant foreign
\e@‘egistration body - the name of each Director of the company; and

<
%) if the company is not registered by the relevant foreign registration body,
the full address of the principal place of business of the company in its
country of formation or incorporation.

4.3.4 An AML/CTF program must include appropriate risk-based systems and controls for

the reporting entity to determine whether, in addition to the KYC information referred
to in paragraph 4.3.3, any other KYC information relating to the company’s existence
will be collected in respect of a company.

Existence of company — verification of information

4.3.5 An AML/CTF program must include a procedure for the reporting entity to verify, at

a minimum, the following information about a company:
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4.3.6

4.3.7

4.3.8

(1)  in the case of a domestic company:
(a) the full name of the company as registered by ASIC;

(b) whether the company is registered by ASIC as a proprietary or public
company; and

(c) the ACN issued to the company;
(2)  inthe case of a registered foreign company:
(a) the full name of the company as registered by ASIC;

(b) whether the company is registered by the relevant foreign registration
body and if so whether it is registered as a private or publig{¢ompany; and

>
Q
8
(3) in the case of an unregistered foreign company: O(\

2

a) the full name of the company; and
(a) pany O

(c) the ARBN issued to the company;

. . X, . . .
(b) whether the company is registered by?@ie relevant foreign registration
body and if so: Q
;\\O
2.

(1) any identification nu issued to the company by the relevant

foreign registration gy upon the company’s formation,

incorporation Ob f\eﬁstration; and

(1))  whether tlg)’c%mpany is registered as a private or public company.

An AML/CTF progra (@%st include appropriate risk-based systems and controls for
the reporting entity tc\]%etermine whether, in addition to the KYC information referred
to in paragraph 4.3Q; any other KYC information referred to in paragraph 4.3.3 or
other KYC inforiation relating to the company’s existence collected in respect of the
company, s% d be verified.

{3
In d;téa@%'ning whether, and what, additional information will be collected and/or
veriftéd in respect of a company pursuant to paragraphs 4.3.4 and/or 4.3.6, the
reporting entity must have regard to ML/TF risk relevant to the provision of the
Designated Service.

If an AML/CTF program includes the simplified company verification procedure
described below with respect to a company that is:

(1)  adomestic listed public company;
(2)  amajority owned subsidiary of a domestic listed public company; or

(3) licensed and subject to the regulatory oversight of a Commonwealth, State or
Territory statutory regulator in relation to its activities as a company;
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an AML/CTF program is taken to comply with the requirements of paragraphs 4.3.5,
4.3.6 and 4.3.7 of these Rules in so far as those customers are concerned.

Simplified Company Verification Procedure

The reporting entity must confirm that the company is:

(1)  adomestic listed public company;
(2)  amajority owned subsidiary of a domestic listed public company; or

(3) licensed and subject to the regulatory oversight of a Commonwealth, State or
Territory statutory regulator in relation to its activities as a company;

by obtaining one or a combination of the following:

4.3.9

(4)  asearch of the relevant domestic stock exchange; Q
(5) apublic document issued by the relevant company; Q(]/

(6) asearch of the relevant ASIC database; b{l'

(7)  asearch of the licence or other records of the relevant r@ ator.

(1)  An AML/CTF program may include appropriate 1i gbased systems and
controls for the reporting entity to determine w, er and in what manner to
verify the existence of a foreign company byé;onﬁrming that the foreign
company is a foreign listed public compan{™

(2) Ifan AML/CTF program includes s \?ns and controls of that kind, the
AML/CTF program must include & quirement that, in determining whether
and in what manner to verify s\3)(1stence of a foreign listed public company in
accordance with those syst and controls, the reporting entity must have
regard to ML/TF risk relgwant to the provision of the Designated Service,
including the locatlongbﬁchi foreign stock or equivalent exchange (if any).

(3) Ifan AML/CTF gram includes systems and controls of that kind, an
AML/CTF p ¢ﬁ‘}am is taken to comply with the requirements of paragraphs
4.3.5, 4. 3 4.3.7 of these Rules in so far as those customers are concerned.

Methods of verifi cwj%n

@
4.3.10 Subj \0 paragraph 4.3.11, an AML/CTF program must require that the verification

4.3.11

of information about a company be based as far as possible on:
(1)  reliable and independent documentation;

(2)  reliable and independent electronic data; or

(3) acombination of (1) and (2) above.

For the purposes of subparagraph 4.3.10(1), ‘reliable and independent documentation’
includes a disclosure certificate that verifies information about the beneficial owners
of a company if a reporting entity is permitted to obtain a disclosure certificate as
described in Chapter 30.
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4.3.12 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether to rely on a disclosure certificate to verify
information about a foreign company where such information is not otherwise
reasonably available.

4.3.13 An AML/CTF program must include a requirement that, in determining whether to
rely on a disclosure certificate to verify information in relation to a foreign company
in accordance with the requirements of paragraph 4.3.12 above, the reporting entity
must have regard to ML/TF risk relevant to the provision of the Designated Service,
including the jurisdiction of incorporation of the foreign company as well as the
jurisdiction of the primary operations of the foreign company and the location of the
foreign stock or equivalent exchange (if any).

Responding to discrepancies (]9
Q

4.3.14 An AML/CTF program must include appropriate risk-based systgﬁk nd controls for
the reporting entity to respond to any discrepancy that arises incgu course of verifying
information about a company, so that the reporting entity ca "Yetermine whether it is
reasonably satisfied about the matters referred to in subg\?/ raphs 4.3.2(1) and (2).

O

)
Part 4.4 Applicable customer identificatio&'brocedure with respect to
trustees Ve
Q
O

4.4.1 Inso far as a reporting entity has any custo@%r who acts in the capacity of a trustee of

a trust, an AML/CTF program must comfty with the requirements specified in Part

4.4 of these Rules. \(s\\o

4.4.2 Subject to paragraph 4.4.18, g@dL/GTF program must include appropriate
risk-based systems and con that are designed to enable the reporting entity to be
reasonably satisfied, whe&é person notifies the reporting entity that the person is a
customer of the reporti@g entity in the person’s capacity as the trustee of a trust, that:

)
(1)  the trust exe@s' ; and
O

(2) then m% of each trustee and beneficiary, or a description of each class of
b%ﬁiary, of the trust has been provided.

<
Existence of%re trust - collection and verification of information

443 An AML/CTF program must include a procedure for the reporting entity to collect, at
a minimum, the following KYC information about a customer:

(1)  the full name (if any) of the trust;

(2)  the full business name (if any) of the trustee in respect of the trust;
(3) the type of the trust;

(4)  the country in which the trust was established;

(5) the full name of the settlor of the trust, unless:
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4.4.4

4.4.5

(a) the material asset contribution to the trust by the settlor at the time the
trust is established is less than $10,000; or

(b)  the settlor is deceased; or

(©) the trust is verified using the simplified trustee verification procedure
under paragraph 4.4.8 of these Rules; or

(d)  the customer is a custodian.

Note: ‘Custodian’ is defined in subparagraph 4.4.19(1) of these
Rules.

(6) if any of the trustees is an individual, then in respect of one of th%e individuals
— the information required to be collected about an individual L@cr the
applicable customer identification procedure with respect tos‘g(hividuals set out
in an AML/CTF program; QD\Q

N

(7)  if any of the trustees is a company, then in respect 0ofOne of those companies —
the information required to be collected about a pany under the applicable
customer identification procedure with respect\% companies set out in an
AML/CTF program; and ?S’

(8) if'the trustees comprise individuals a (bg})mpanies then in respect of either an
individual or a company — the info@ 1on required to be collected about the
individual or company (as the Cs\ ay be) under the applicable customer
identification with respect to {@"individual or company set out in an AML/CTF
program. O‘\

An AML/CTF program mue@(n(:lude appropriate risk-based systems and controls for
the reporting entity to de@@nine whether, in addition to the KYC information referred
to in paragraph 4.4.3, 5(1§ other KYC information relating to the trust’s existence will
be collected in res of a trust.

O
An AML/CTPQp\r)ogram must include a procedure for the reporting entity to verify, at

a minimum
e
(1) th’e full name (if any) of the trust;

(2)  if any of the trustees is an individual, then in respect of one of those individuals
— information about the individual in accordance with the applicable customer
identification procedure with respect to individuals set out in an AML/CTF
program;

(3) if any of the trustees is a company, then in respect of one of those companies —
information about the company in accordance with the applicable customer
identification procedure with respect to companies set out in an AML/CTF
program,;

(4)  if the trustees comprise individuals and companies then in respect of either an
individual or a company — the information about the individual or company (as
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4.4.6

4.4.7

4.4.8

the case may be) in accordance with the applicable procedures with respect to
the individual or company set out in an AML/CTF program; and

(5) the full name of the settlor of the trust, unless:

(a) the material asset contribution to the trust by the settlor at the time the
trust is established is less than $10,000; or

(b)  the settlor is deceased; or

(©) the trust is verified using the simplified trustee verification procedure
under paragraph 4.4.8 of these Rules; or

(d)  the customer is a custodian.

Note: ‘Custodian’ is defined in subparagraph 4.4. &Q@ of these

Rules.
An AML/CTF program must include appropriate risk-base ystems and controls for
the reporting entity to determine whether and to what ¢ , in addition to the KYC
information referred to in paragraph 4.4.5, any other, information relating to the

trust’s existence collected in respect of the trust sh&uld be verified.

In determining whether, and what, additional\@formation will be collected and/or
verified in respect of a trust pursuant to %&raphs 4.4.4 and/or 4.4.6, the reporting
entity must have regard to ML/TF risk & ant to the provision of the Designated

Service. ‘\\Q
If an AML/CTF program 1n$§e@the simplified trustee verification procedure

described below with respe a trust that is:

(1) amanaged inveQﬁ?egnt scheme registered by ASIC;

2) a managegégvgzstment scheme that is not registered by ASIC and that:
(a) %ﬁp has wholesale clients; and

é@‘ does not make small scale offerings to which section 1012E of
the Corporations Act 2001 applies;

(3) registered and subject to the regulatory oversight of a Commonwealth statutory
regulator in relation to its activities as a trust; or

(4) agovernment superannuation fund established by legislation;

an AML/CTF program is taken to comply with the requirements of paragraphs 4.4.5,
4.4.6 and 4.4.7 of these Rules in so far as those customers are concerned.

Simplified Trustee Verification Procedure

The reporting entity must verify that the trust is:

(1)

a managed investment scheme registered by ASIC;
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2)

(4)

a managed investment scheme that is not registered by ASIC and that:
(a) only has wholesale clients; and

(b) does not make small scale offerings to which section 1012E of
the Corporations Act 2001 applies;

3) registered and subject to the regulatory oversight of a Commonwealth
statutory regulator in relation to its activities as a trust; or

a government superannuation fund established by legislation.

Trustees and beneficiaries— collection and verification of information

449

4.4.10

4.4.11

4.4.12

4.4.13

Subject to paragraph 4.4.18, an AML/CTF program must include a procedure for the
reporting entity to collect, at a minimum, the following KYC information about a
customer (other than a trustee in respect of a trust to which paragraph 6@13 or4.4.14

applies): 3 bg],
(1)  the full name and address of each trustee in respect of t,@tmst; and
(2) either: N

2

(a)  the full name of each beneficiary in re{ﬁkoc?t of the trust; or

)
(b)  if the terms of the trust identify th@%gneﬁciaries by reference to
membership of a class — detail%’\@the class.

An AML/CTF program must include gppropriate risk-based systems and controls for
the reporting entity to determine whéfher, in addition to the KYC information referred
to in paragraph 4.4.9, any other éC information relating to the trustees, or
beneficiaries will be collecte%{‘fq\respect of the trust.

An AML/CTF progral%e@?st include appropriate risk-based systems and controls for
the reporting entity tQ termine whether and, if so, in what manner to verify the
name of any or eacé@rustee or beneficiary, or details of any or each class of
beneficiaries, r\ﬁy other KYC information collected pursuant to a procedure of the
kind describ%én paragraph 4.4.9, from the sources described in paragraph 4.4.15.
An AN%?((JOTF program must include a requirement that, in determining whether and
what®&¥ C information will be collected and/or verified in respect of a trust and the
extent to which any KYC information is verified, pursuant to a procedure of the kind
described in paragraphs 4.4.10 and/or 4.4.11, the reporting entity must have regard to
ML/TF risk relevant to the provision of the Designated Service.

An AML/CTF program need not include the requirements specified in paragraphs
4.4.9 to 4.4.12 in relation to a trust that is:

(1) a managed investment scheme registered by ASIC;
(2) a managed investment scheme that is not registered by ASIC and that:

(a) only has wholesale clients; and
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G)

(b) does not make small scale offerings to which section 1012E of
the Corporations Act 2001 applies; or

a government superannuation fund established by legislation.

4.4.14 An AML/CTF program need not include the requirements specified in paragraph
4.4.9 in relation to a trust that is registered and subject to the regulatory oversight of a
Commonwealth statutory regulator in relation to its activities as a trust.

Methods of verification

4.4.15 Subject to paragraph 4.4.16, an AML/CTF program must require that the verification
of information about a trust be based on:

(1)
)
€)
(4)

a trust deed, certified copy or certified extract of a trust dee(}_’LQq/Q
\\
reliable and independent documents relating to the trus%\Qb(
N
reliable and independent electronic data; or O{\

a combination of (1) to (3) above. \Q)Q)(l’

X
4.4.16 For the purposes of subparagraph 4.4.15(2), ‘relf?ﬁfe and independent documents
relating to the trust’ includes a disclosure cextiﬁcate that verifies information about a
trust where: (5\\

(D

)

&
the verification is for the purQh of a procedure of the kind described in
paragraphs 4.4.6 or 4.4.1 1&‘[ ese Rules; and

the information to be \@r(?\ﬁed is not otherwise reasonably available from the
sources described ilgngragraph 4.4.15.

(<K

Responding to discrepancie,
&

4.4.17 An AML/CTE %ram must include appropriate risk-based systems and controls for
the reportin%@ tity to respond to any discrepancy that arises in the course of verifying
informatig®about a customer so that the reporting entity can determine whether it is
reaso@ y satisfied about the matters referred to in subparagraphs 4.4.2(1) and (2).

Trustees who are custodians

4.4.18 An AML/CTF program need not include the requirements specified in the following
AML/CTF Rules in relation to the provision by the reporting entity of Designated
Services to a customer who is a custodian:

(1)
)
)

subparagraph 4.4.2(2); and
subparagraph 4.4.9(2); and

in so far as they relate to the collection, verification, updating or review (as
applicable) of information on the underlying customers to whom the custodian
is providing a custodial or depository service:
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(a)  Parts4.12 and 4.13; and
(b)  paragraphs 15.2 and 15.3; and
(©) subparagraphs 15.9(2), 15.10(1)(b), 15.10(1)(c), 15.10(2) and 15.10(4).
Note 1: The requirements in Parts 4.12 and 4.13 of the AML/CTF Rules continue to apply to
reporting entities in relation to the collection and verification of information on the
custodian customer.
Note 2: The requirements in paragraphs 15.2 and 15.3 and subparagraphs 15.9(2),
15.10(1)(b), 15.10(1)(c), 15.10(2) and 15.10(4) of the AML/CTF Rules continue to

apply to reporting entities in relation to the collection, verification, re-verification,
clarification, updating, review and detailed analysis of: "]9
Q

(a) KYC information of customers that are custodians; and bgl’

A\
(b)  beneficial owner information, other than informatioz\ g?ating to the

underlying customers of custodians. ®)
2
4.4.19 For the purpose of Part 4.4 of these AML/CTF Rules'\o-)
X
)
(1)  ‘custodian’ means a company that: Y
O

(a) is acting in the capacity of a \tee; and

\
(b)  is providing a custodia qsé%epository service of the kind described in
item 46 of table 1 1 section 6(2) of the Anti-Money Laundering and
Counter-TerrorispgFinancing Act 2006 (AML/CTF Act); and

. &
(©) either: KQQ

(1) jids an Australian financial services licence authorising it to

rovide custodial or depository services under the Corporations

@60 Act 2001; or

©
\@(b (1i1) 1is exempt under the Corporations Act 2001 from the requirement
Q.® to hold such a licence; and
(d) either:

(1)  satisfies one of the ‘geographical link’ tests in subsection 6(6) of
the AML/CTF Act; or

(i1))  has certified in writing to the relevant reporting entity that its name
and enrolment details are entered on the Reporting Entities Roll;
and

(e)  has certified in writing to the relevant reporting entity that it has carried
out all applicable customer identification procedures and ongoing
customer due diligence requirements in accordance with Chapter 15 of
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the AML/CTF Rules in relation to its underlying customers prior to, or at
the time of, becoming a customer of the reporting entity.

(2)  ‘IDPS’ has the same meaning as in ASIC Class Order [CO 13/763] — Investor
directed portfolio services, or any legislative instrument that replaces that class
order.

(3) ‘MDA service’ has the same meaning as in the ASIC Corporations (Managed
Discretionary Account Services) Instrument 2016/968, or any legislative
instrument that replaces that instrument.

(4)  ‘providing a custodial or depository service’ has the same meaning as in
section 5 of the Anti-Money Laundering and Counter-Terrorism Financing Act
2006 and includes providing a custodial or depository service as(.@ﬁ of an

IDPS or MDA service. Q
W
(5)  ‘Reporting Entities Roll’ has the meaning given by sect'@.}% 1C of the Anti-
Money Laundering and Counter-Terrorism Financing 2t 2006.
)
Part 4.5 Applicable customer identification@brkedure with respect to

4.5.1

4.5.2

partners x_

)
In so far as a reporting entity has any custon’l%(wz:o acts in the capacity of a partner in
a partnership, an AML/CTF program must,gbmply with the requirements specified in
Part 4.5 of these Rules. <
«O
An AML/CTF program must incluédeppropriate risk-based systems and controls that
are designed to enable the report@g entity to be reasonably satisfied, where a person
notifies the reporting entity that'the person is a customer of the reporting entity in the
person’s capacity as a pa%& in a partnership, that:

(&K
(1) the partnershi&e ists; and
O

(2) thena e& each of the partners in the partnership has been provided in
accord;ée with subparagraph 4.5.3(5).
{3

Collection a@@iﬁcation of information

453

An AML/CTF program must include a procedure for the reporting entity to collect, at
a minimum, the following KYC information and documentation about a customer:

(1)  the full name of the partnership;

(2)  the full business name (if any) of the partnership as registered under any State
or Territory business names legislation;

(3)  the country in which the partnership was established;

(4) inrespect of one of the partners - the information required to be collected about
an individual under the applicable customer identification procedure with
respect to individuals set out in an AML/CTF program; and
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4.5.4

4.5.5

4.5.6

(5) the full name and residential address of each partner in the partnership except
where the regulated status of the partnership is confirmed through reference to
the current membership Directory of the relevant professional association.

An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, in addition to the information referred to in
paragraph 4.5.3, any other KYC information will be collected in respect of a
partnership.

An AML/CTF program must include a procedure for the reporting entity to verify ata
minimum:

(1)  the full name of the partnership from the partnership agreement, certified copy
or certified extract of the partnership agreement, reliable and inqﬁgyndent
documents relating to the partnership or reliable and indepen(k[/@ ¢lectronic
data; and Qb‘

A
(2) information about one of the partners in accordance wiflf%he applicable
customer identification procedure with respect to inddviduals set out in an
AML/CTF program. >
N

An AML/CTF program must include appropriate dpk-based systems and controls for
the reporting entity to determine whether, and hat extent, in addition to the KYC
information referred to in paragraph 4.5.5, a@other KYC information collected in
respect of the partnership should be Veri%@.

>

Methods of verification ‘\\{\

4.5.7

4.5.8

Subject to paragraph 4.5.8, an@ML/CTF program must require that the verification
of information about a parté@hip be based on:

<
(1) apartnership a %ment, certified copy or certified extract of a partnership
agreement; 6@

O
2) a certig copy or certified extract of minutes of a partnership meeting;
9
3) r&@’%le and independent documents relating to the partnership;
(4) Treliable and independent electronic data; or

(5) acombination of (1) to (4) above.

For the purposes of subparagraph 4.5.7(3), ‘reliable and independent documents
relating to the partnership’ includes a disclosure certificate that verifies information
about a partnership where:

(1)  the verification is for the purposes of a procedure of the kind described in
paragraph 4.5.6 of these Rules; and

(2)  the information to be verified is not otherwise reasonably available from the
sources described in paragraph 4.5.7.

Page | 243 22" November 2019 Neil G. Jeans



Afterpay Pty Ltd — External Audit Report

Responding to discrepancies

4.5.9 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to respond to any discrepancy that arises in the course of verifying
information about a customer so that the reporting entity can determine whether it is
reasonably satisfied about the matters referred to in subparagraphs 4.5.2(1) and (2).

Part 4.6 Applicable customer identification procedure with respect to
associations

4.6.1 In so far as a reporting entity has any customer who is an incorporated or
unincorporated association, an AML/CTF program must comply with the
requirements specified in Part 4.6 of these Rules. S

\

4.6.2 An AML/CTF program must include appropriate risk-based system\s@d controls that
are designed to enable the reporting entity to be reasonably sati\@ﬁ, where a

customer notifies the reporting entity that it is an incorporated\ﬁ)) unincorporated
association, that: OQ
(1)  the association exists; and Q)q)q/

N

(2)  the names of any members of the governi \ommittee (howsoever described)
of the association have been provided.
&
Collection and verification of information \(Q
&)

4.6.3 An AML/CTF program must incl Qi procedure for the reporting entity to collect, at
a minimum, the following KYC wformation about an incorporated or unincorporated
association: <

60

(1)  if the customer &c@%es the reporting entity that it is an incorporated
association: é

O

(a) the@l name of the association;

(b) (bout?le full address of the association’s principal place of administration or
@\@ registered office (if any) or the residential address of the association’s
public officer or (if there is no such person) the association’s president,
secretary or treasurer;

(c)  any unique identifying number issued to the association upon its
incorporation by the State, Territory or overseas body responsible for the

incorporation of the association; and

(d) the full name of the chairman, secretary and treasurer or equivalent
officer in each case of the association; and

(2)  if the person notifies the reporting entity that he or she is a customer in his or
her capacity as a member of an unincorporated association:

(a)  the full name of the association;
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4.6.4

4.6.5

(b)  the full address of the association’s principal place of administration (if
any);

(c)  the full name of the chairman, secretary and treasurer or equivalent
officer in each case of the association; and

(d) in respect of the member — the information required to be collected about
an individual under the applicable customer identification procedure with
respect to individuals set out in an AML/CTF program.

An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, in addition to the KYC information referred
to in paragraph 4.6.3, any other KYC information will be collected in respect of an
association. Q

N

An AML/CTF program must include a procedure for the reportir@%lﬁty toata
minimum: QJ\

(1)  if the customer is an incorporated association - Veriﬁgﬁ'rom information
provided by ASIC or by the State, Territory or owghseas body responsible for
the incorporation of the association or from ths\%les or constitution of the
association or from a certified copy or cer%ﬁ}d extract of the rules or
constitution of the association or from r le and independent documents
relating to the association or from rehQ@e and independent electronic data:

(a)  the full name of the 1nco@r§ed association; and

(b)  any unique 1dent1fy@ number issued to the incorporated association
upon its 1ncorp0ra@0n and

(2)  if'the customer no@ﬁés the reporting entity that he or she is a customer in his or
her capacity as @ember of an unincorporated association:

(a) veri eale full name (if any) of the association from the rules or
c@ustitution of the association or from a certified copy or certified extract
the rules or constitution of the association or from reliable and
\@" independent documents relating to the association or from reliable and
<& independent electronic data; and

(b)  verify information about the member in accordance with the applicable
customer identification procedure with respect to individuals set out in an
AML/CTF program.

4.6.6 An AML/CTF program must include appropriate risk-based systems and controls for

the reporting entity to determine whether and to what extent, in addition to the KYC
information referred to in paragraph 4.6.5, any other KYC information collected in
respect of the association should be verified.
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Methods of verification

4.6.7 Subject to paragraph 4.6.8, an AML/CTF program must require that the verification
of information about an association be based on:

(1)  the constitution or rules of the association or a certified copy or certified extract
of the constitution or rules of the association;

(2)  the minutes of meeting of the association or a certified copy or certified extract
of minutes of meeting of the association;

(3) in the case of an incorporated association, information provided by ASIC or by
the State, Territory or overseas body responsible for the incorporation of the

association; Q
K
(4)  reliable and independent documents relating to the associati@‘(&/
Q
(5) reliable and independent electronic data; or ?\03\
N\
(6)  acombination of (1)—(5) above. qu,o

)
4.6.8 For the purposes of subparagraph 4.6.7(4), ‘reliab]eél}ld independent documents
relating to the association’ includes a disclosure Rettificate that verifies information

about an association where: O

(2
(1)  the verification is for the purpose{é)\f a procedure of the kind described in
paragraph 4.6.6 of these Rule{{bed

N
(2)  the information to be $@d is not otherwise reasonably available from the

sources described in 16 graph 4.6.7.

®®
Responding to discrepancies Qﬁ
N

4.6.9 An AML/CTF pr Qm must include appropriate risk-based systems and controls for
the reporting %t;‘ty to respond to any discrepancy that arises in the course of verifying
information&out an association so that the reporting entity can determine whether it
is reaso&@y satisfied about the matters referred to in subparagraphs 4.6.2(1) and (2).

<

Part 4.7 Applicable customer identification procedure with respect to
registered co-operatives

4.7.1 Inso far as a reporting entity has any customer who is a registered co-operative, an
AML/CTF program must comply with the requirements specified in Part 4.7 of these
Rules.

4.7.2 An AML/CTF program must include appropriate risk-based systems and controls that
are designed to enable the reporting entity to be reasonably satisfied, where a
customer notifies the reporting entity that it is a registered co-operative, that:

(1)  the co-operative exists; and
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(2)  the names of the chairman, secretary or equivalent officer in each case of the
co-operative have been provided.

Collection and verification of information

4.7.3

4.7.4

4.7.5

4.7.6

An AML/CTF program must include a procedure for the reporting entity to collect, at
a minimum, the following KYC information about a registered co-operative:

(1)  the full name of the co-operative;

(2)  the full address of the co-operative’s registered office or principal place of
operations (if any) or the residential address of the co-operative’s secretary or
(if there is no such person) the co-operative’s president or treasurer;

(3) any unique identifying number issued to the co-operative upor@b'gregistration
by the State, Territory or overseas body responsible for the tration of the
co-operative; and O

N

(4)  the full name of the chairman, secretary and treasur%%r equivalent officer in
each case of the co-operative. 9
O_)‘b

An AML/CTF program must include appropriate %slz\-based systems and controls for
the reporting entity to determine whether, in addifon to the information referred to in
paragraph 4.7.3, any other KYC infomatio%wﬁl be collected in respect of a
registered co-operative. o

&

An AML/CTF program must inclu eé‘oprocedure for the reporting entity to, at a
minimum, verify from informatipsiprovided by ASIC or by the State, Territory or
overseas body responsible for the registration of the co-operative or from any register
maintained by the co-opera@% or a certified copy or certified extract of any register
maintained by the co-o @ive or from reliable and independent documents relating
to the co-operative orK§0 reliable and independent electronic data:

)
(1)  the full n@ae} of the co-operative; and

(2) any (g:_ﬁlque identifying number issued to the co-operative upon its registration.

An \/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether and to what extent, in addition to the KYC
information referred to in paragraph 4.7.5, any other KYC information relating to the
registered co-operative should be verified.

Methods of verification

4.7.7

Subject to paragraph 4.7.8, an AML/CTF program must require that the verification
of information about a registered co-operative be based on:

(1) any register maintained by the co-operative or a certified copy or certified
extract of any register maintained by the co-operative;

(2) any minutes of meeting of the co-operative or a certified copy or certified
extract of any minutes of meeting of the co-operative;
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(3) information provided by the State, Territory or overseas body responsible for
the registration of the co-operative;

(4)  reliable and independent documents relating to the co-operative;
(5) reliable and independent electronic data; or
(6)  acombination of (1)—(5) above.
4.7.8 For the purposes of subparagraph 4.7.7(4), ‘reliable and independent documents
relating to the co-operative’ includes a disclosure certificate that verifies information

about a registered co-operative where:

(1)  the verification is for the purposes of a procedure of the kind des@bed in

paragraph 4.7.7 of these Rules; and (19
\\
(2)  the information to be verified is not otherwise reasonablefb\ ailable from the
sources described in paragraph 4.7.7. N
S
Responding to discrepancies qu,

479 An AML/CTF program must include appropriate t 1'<\-based systems and controls for
the reporting entity to respond to any discrepanc?ggat arises in the course of verifying
information about a registered co-operative sqﬁhat the reporting entity can determine
whether it is reasonably satisfied about ttg\é}atters referred to in subparagraphs

4.7.2(1) and (2). \é
N\
Part 4.8 Applicable custon@‘} identification procedure with respect to
government bod&&
>

4.8.1 Inso far as a reporting e{mq’y has any customer who is a government body an
AML/CTF program rg%t comply with the requirements specified in Part 4.8 and (in
so far as they are (a\@ﬁhcable) Parts 4.9 and 4.10.

>
4.8.2 An AML/CTEprogram must include appropriate risk-based systems and controls that
are design;#?to enable the reporting entity to be reasonably satisfied, where a
custom@g‘\otiﬁes the reporting entity that it is a government body, that:

(1)  the government body exists; and

(2)  in the case of certain kinds of government bodies — information about the
beneficial owners of the government body has been provided, where sought by
the reporting entity.

Collection and verification of information

4.8.3 An AML/CTF program must include a procedure for the reporting entity to collect, at
a minimum, the following KYC information about a government body:

(1)  the full name of the government body;
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(2)  the full address of the government body’s principal place of operations;

(3)  whether the government body is an entity or emanation, or is established under
legislation, of the Commonwealth; and

(4)  whether the government body is an entity or emanation, or is established under
legislation, of a State, Territory, or a foreign country and the name of that State,
Territory or country.

4.8.4 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, in addition to the KYC information referred
to in paragraph 4.8.3 above, any other KYC information will be collected in respect of
a government body.

Q

4.8.5 An AML/CTF program must include a procedure for the reporting ¢ qy to verify the
information collected under paragraph 4.8.3 from reliable and indqﬁ%em
documentation, reliable and independent electronic data or a c@@ination of both.

N
4.8.6 An AML/CTF program must include appropriate risk-base@%ystems and controls for
the reporting entity to determine whether, in addition tq@arrying out the procedure
described in paragraph 4.8.5, any KYC information s&lected under paragraph 4.8.4

should be verified. (}'
v

Beneficial ownership in respect of foreign governm.g@(\entities
o

the reporting entity to determine whgthter to collect any KYC information about the
ownership or control of a goven@nt body that is an entity or emanation, or is
established under legislation, O(((‘a foreign country.

4.8.7 An AML/CTF program must incluﬁ;@ﬁpria‘[e risk-based systems and controls for

4.8.8 An AML/CTF program t include appropriate risk-based systems and controls for
the reporting entity to fetermine whether to verify any KYC information collected
pursuant to a proc e of the kind described in paragraph 4.8.7 from reliable and
independent do@lentation, reliable and independent electronic data or a combination

of both. O
B

Responding to é@(bbrepancies

4.8.9 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to respond to any discrepancy that arises in the course of verifying
information about a government body so that the reporting entity can determine
whether it is reasonably satisfied about the matters referred to in subparagraphs
4.8.2(1) and (2).

Part 4.9 Verification from documentation
Verification with respect to individuals

4.9.1 Inso far as an AML/CTF program provides for the verification of KYC information
about an individual by means of reliable and independent documentation, an
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4.9.2

493

AML/CTF program must comply with the requirements specified in paragraphs 4.9.2
and 4.9.3.

An AML/CTF program must require that the reporting entity be satisfied that any
document from which the reporting entity verifies KYC information about an
individual has not expired (other than in the case of a passport issued by the
Commonwealth that expired within the preceding two years).

An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine:

(1)  what reliable and independent documentation the reporting entity will require
for the purpose of verifying the individual’s name and date of birth and/or
residential address (as the case may be); (]/Q

(2) if any other KYC information about an individual is to be Vﬁ%’led — what
reliable and independent documentation may be used to @@fy that information;

(3)  whether, and in what circumstances, the reporting e@(i}y is prepared to rely
upon a copy of a reliable and independent documélvt;

(4)  in what circumstances a reporting entity wiltjtake steps to determine whether a
document produced about an individual Y}"f have been forged, tampered with,
cancelled or stolen and, if so, what st he reporting entity will take to
establish whether or not the docunie& as been forged, tampered with,
cancelled or stolen; \0\

Q

N\
(5)  whether the reporting enti@‘\vill use any authentication service that may be
available in respect of aoétocument; and

(6)  whether, and how,gf confirm KYC information about an individual by
independently 'H{mating contact with the person that the individual claims to be.
)

Verification with respecgz'a persons other than individuals

4.9.4

4.9.5

In so far as a_g’AML/ CTF program provides for the verification of KYC information
about a ¢@stomer who is not an individual by means of reliable and independent
docuspentation, an AML/CTF program must comply with the requirements specified
in paragraph 4.9.5.

An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine:

(1)  what and how many reliable and independent documents the reporting entity
will use for the purpose of verification;

(2)  whether a document is sufficiently contemporaneous for use in verification;

(3)  whether, and in what circumstances, the reporting entity is prepared to rely
upon a copy of a reliable and independent document;
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(4) in what circumstances the reporting entity will take steps to determine whether
a document produced about a customer may have been cancelled, forged,
tampered with or stolen and, if so, what steps the reporting entity will take to
establish whether or not the document has been cancelled, forged, tampered
with or stolen;

(5)  whether the reporting entity will use any authentication service that may be
available in respect of a document; and

(6)  whether, and how, to confirm information about a customer by independently
initiating contact with the customer.

Part 4.10 Verification from reliable and independent electronic data

4.10.1 In so far as an AML/CTF program provides for the verification of lg‘é/information
collected about a customer by means of reliable and independe ‘r@%ctronic data, an
AML/CTF program must comply with the requirements spec@ in paragraph 4.10.2.

4.10.2 An AML/CTF program must include appropriate risk- bﬁf@ systems and controls for

the reporting entity to determine:
,\0.)

(1)  whether the electronic data is reliable andggddependent, taking into account the

following factors: Q

\\O
o
(a) the accuracy of the data; K((\
<O
(b) how secure the data is;;\\o

O
(c) how the data is ke(§£‘up -to-date;

(d) how compr ba%lve the data is (for example, by reference to the range of
persons 1 ed in the data and the period over which the data has been

collect@'

(e) w@ther the data has been verified from a reliable and independent source;

( Q'(%vhether the data is maintained by a government body or pursuant to
& legislation; and

(g) whether the electronic data can be additionally authenticated; and

(2)  what reliable and independent electronic data the reporting entity will use for
the purpose of verification;

(3) the reporting entity’s pre-defined tolerance levels for matches and errors; and

(4)  whether, and how, to confirm KYC information collected about a customer by
independently initiating contact with the person that the customer claims to be.
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Part 4.11 Agents of customers

Agents of customers who are individuals

4.11.1

4.11.2

4.11.3

4.11.4

4.11.5

4.11.6

4.11.7

4.11.8

For the purposes of paragraph 89(1)(b) and 89(2)(b) of the AML/CTF Act, paragraphs
4.11.2 to 4.11.4 of these Rules apply in relation to an agent of a customer who is an
individual where that agent is authorised to act for or on behalf of the customer in
relation to a Designated Service.

An AML/CTF program must include a procedure for the reporting entity to collect, at
a minimum, the following information and documentation (if any) about the
customer:

(1)  the full name of each individual who purports to act for or on behalf of the
customer with respect to the provision of a Designated Servicpll the reporting
entity; and Q&

A
(2)  evidence (if any) of the customer’s authorisation of an}?\?ﬁdividual referred to
in subparagraph 4.11.2(1). 0(\

An AML/CTF program must include appropriate ris}ébqe?sed systems and controls for
the reporting entity to determine whether, and to what extent, it should verify the
identity of any of the individuals referred to in &%paragraph 4.11.2(1).

O

An AML/CTF program must require the \\rting entity to have regard to the ML/TF
risk relevant to the provision of the D ated Service for the purposes of
determining whether, and to what ex@ht, it should verify the identity of any of the
individuals referred to in paragr@%.l 1.2(1).

For the purposes of paragrag@@(l)(b) and 89(2)(b)of the AML/CTF Act, paragraphs
4.11.6 to 4.11.8 of these @ﬁles apply in relation to an agent of a customer who is not
acting in his or her ca éity as an individual where that agent is authorised to act for
or on behalf of the x@8tomer in relation to a Designated Service.

O
An AML/CTPQp\r)ogram must include a procedure for the reporting entity to collect, at

a minimur%?_g{e following information and documentation about the customer:
<

A
(1) th’e full name of each individual who purports to act for or on behalf of the
customer with respect to the provision of a Designated Service by the reporting
entity; and

(2)  evidence of the customer’s authorisation of any individual referred to in
subparagraph 4.11.6(1).

An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, and to what extent, it should verify the
identity of any of the individuals referred to in subparagraph 4.11.6(1).

An AML/CTF program must require the reporting entity to have regard to the ML/TF
risk relevant to the provision of the Designated Service for the purposes of
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determining whether, and to what extent, it should verify the identity of any of the
individuals referred to in subparagraph 4.11.6(1).

Verifying officers and agents of non-natural customers

4.11.9 An AML/CTF program may provide for an agent of a customer who is a non-natural
person to be identified by the customer’s verifying officer, provided the
requirements in paragraphs 4.11.12 to 4.11.13 are met.

4.11.10 In so far as:

(1) an AML/CTF program provides for an agent of a non-natural customer to be
identified by a verifying officer; and

(2) the requirements in paragraphs 4.11.12 to 4.11.13 of these Rul%‘}?e met;

\\
an AML/CTF program need not apply the requirements in 4.1 }\%bt(o 4.11.8 of these
Rules in relation to that agent. ©

N\
Appointment of a verifying officer qu,o

)
4.11.11 A verifying officer is a person appointed by a cu%g'ﬁler to act as a verifying officer
for the purposes of these Rules. A person may B appointed as a verifying officer if
he or she is an employee, agent or contract% the customer.

o
Identification by a verifying officer < &®

4.11.12 Where an AML/CTF program ﬁ%%es for an agent to be identified by a verifying
officer, an AML/CTF progra st include a requirement for:

@)
(1) the agent to be ident&d by the customer’s verifying officer in accordance with

paragraph 4.1 I.Q(g‘f these Rules;

N
(2) the verifyi %ﬁcer to be identified and verified by the reporting entity in
accorda&céwith the requirements specified in Chapter 4 of these Rules;
Q

(3) theg®porting entity to be provided with evidence of the customer’s
orisation of the verifying officer to act as a verifying officer;

(4) the verifying officer to make and for the customer to retain, a record of all
matters collected pursuant to paragraph 4.11.13; and

(5) the verifying officer to provide the following to the reporting entity:
(a) the full name of the agent; and
(b) acopy of the signature of the agent.

4.11.13 A verifying officer will be taken to have identified an agent if he or she has collected
the following:

(1) the full name of the agent;
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(2) the title of the position or role held by the agent with the customer;
(3) acopy of the signature of the agent; and

(4) evidence of the agent’s authorisation to act on behalf of the customer.

Part 4.12 Collection and Verification of Beneficial Owner information

4.12.1 An AML/CTF program must include appropriate systems and controls for the
reporting entity to determine the beneficial owner of each customer and carry out the
following, either before the provision of a Designated Service to the customer or as
soon as practicable after the Designated Service has been provided:

(1) collect, (including from the customer, where applicable) and tak&easonable
measures to verify: \q/

(a) each beneficial owner’s full name, and QJ\

(b) the beneficial owner’s date of birth; or OQ

(c) the beneficial owner’s full residential ad@ess
4.12.2 The requirements of paragraph 4.12.1 may b@ odified:

(1) for a customer who is an individu sﬁle reporting entity may assume that the
customer and the beneficial o are one and the same, unless the reporting
entity has reasonable groundg& consider otherwise;

(2) for a customer who is: ((\

(a) a compan %@%wh is verified under the simplified company verification
procedL&e nder paragraph 4.3.8 of these Rules;

(b) a §p§l which is verified under the simplified trustee verification
@egr cedure under paragraph 4.4.8 of these Rules;

(@.@% an Australian Government Entity; or
Q‘®
(d) a foreign listed public company, or a majority-owned subsidiary of
such a company, subject to disclosure requirements (whether by stock

exchange rules or through law or enforceable means) that ensure
transparency of beneficial ownership;

then,
(e) paragraph 4.12.1 need not be applied.

Note:  The terms ‘foreign company’, ‘listed public company’ and ‘foreign listed public
company’ are defined in Chapter 1 of the AML/CTF Rules.

4.12.3 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, in addition to the information referred to
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in paragraph 4.12.1 above, any other information will be collected and verified about
any beneficial owner.

Note:  Reporting entities should consider the requirements in the Privacy Act 1988 relating
to the collection and handling of information about beneficial owners.

Verification

4.12.4 An AML/CTF program must require that the verification of information collected

about each beneficial owner of a customer be based on:

(1) reliable and independent documentation;
2) reliable and independent electronic data; or (}9
3) a combination of (1) and (2) above. Qb{lzg

Safe harbour procedure where ML/TF risk of the beneficial owner isnéib\dium or lower

4.12.5

4.12.6

4.12.7

N\
Paragraph 4.12.7 sets out one procedure for documenta’bé})Ql-based verification
(subparagraphs 4.12.7(2) and (3)) and electronic v Itigaation (subparagraph
4.12.7(4)) which a reporting entity may include ig\it AML/CTF program to comply
with its obligations under paragraph 4.12.1 of tigse Rules where the customer and
the beneficial owner of the customer is of n@um or lower ML/TF risk. Paragraph
4.12.7 does not preclude a reporting en‘&b\hom meeting the verification
requirements of paragraph 4.12.1 of t Rules in another way where the beneficial
owners of the customer are of me(kiéih or lower ML/TF risk.

N

Paragraph 4.12.7 1s not appliiébcpe if any beneficial owner is a foreign politically
exposed person. GO

<
An AML/CTF progr;{g&%\at requires the reporting entity to do the following will be
taken to meet the @;uirements of paragraph 4.12.1 of these Rules in respect of the
beneficial own &f a customer, where a reporting entity determines that the
relationship@@i that customer and the beneficial owner is of medium or lower risk:

9
(1) c@ﬁct the information described in paragraph 4.12.1 in regard to each

Q.géneﬁcial owner;

Documentation-based safe harbour procedure

(2) verify each beneficial owner’s full name and either the beneficial owner’s full
residential address or date of birth, or both, from:

(a) an original or certified copy of a primary photographic identification
document; or

(b)  both:

(1) an original or certified copy of a primary non-photographic
identification document; and
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(i1) an original or certified copy of a secondary identification
document; and

(3) verify the document produced by the customer in regard to each beneficial
owner has not expired (other than in the case of a passport issued by the
Commonwealth that expired within the preceding two years);

Electronic-based safe harbour procedure

(4) verify each beneficial owner’s full name and either the beneficial owner’s full
residential address or date of birth, or both, using reliable and independent
electronic data from at least two separate data sources.

Responding to discrepancies "]/Q

4.12.8 An AML/CTF program must include appropriate risk-based syst%p‘}gand controls for
the reporting entity to respond to any discrepancy that arises imgle course of
verifying information collected about each beneficial owner’™so'that the reporting
entity can determine that it is reasonably satisfied that ea@)eneﬁcial owner is the
person that the customer claims they are. Q)cél/

Procedure to follow where unable to determine the identighof the beneficial owner

4.12.9 If the reporting entity is unable to asceﬂai%&eneﬁcial owner, the reporting entity
must identify and take reasonable meas to verify:

\
(1) for a company (other than %ébompany which is verified under the simplified
company verification px@e ure under paragraph 4.3.8 of these Rules) or a
partnership, any indi\@aal who:

@)
(a) 1s entitled @Rer directly or indirectly) to exercise 25% or more of the
voting Kg‘hts, including a power of veto, or

%)
(b) h@@ the position of senior managing official (or equivalent);

2) for@mst (other than a trust which is verified under the simplified trustee
ification procedure under paragraph 4.4.8 of these Rules), any individual
Qg)who holds the power to appoint or remove the trustees of the trust;

3) for an association or a registered co-operative, any individual who:

(a) is entitled (either directly or indirectly) to exercise 25% or more of the
voting rights including a power of veto, or

(b)  would be entitled on dissolution to 25% or more of the property of the
association or registered co-operative, or

(c) holds the position of senior managing official (or equivalent).

Note:  In addition to the verification procedures set out in Part 4.12, a reporting entity may
be able to use a disclosure certificate. Details regarding disclosure certificates are
set out in Chapter 30 of the AML/CTF Rules.
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Part 4.13 Collection and Verification of Politically Exposed Person
information
4.13.1 An AML/CTF program must include appropriate risk-management systems to

4.13.2

4.13.3

4.13.4

Note:

determine whether a customer or beneficial owner is a politically exposed person. The
determination must occur either before the provision of a Designated Service to the
customer or as soon as practicable after the Designated Service has been provided. If
it is determined that the customer or beneficial owner is a politically exposed person,
the reporting entity must carry out the applicable steps in this Part.

An AML/CTF program must include appropriate risk-management systems for the
reporting entity to undertake each of the following steps for domestic politically
exposed persons and international organisation politically exposed persons

(1) in the case of a beneficial owner, comply with the identifica qfequlrements
specified in paragraphs 4.2.3 to 4.2.9 of these Rules as 1f olitically
exposed person was the customer; and

(2) determine whether the person is of high ML/TF ;{/s@,{\and

O
3) if the person is determined to be of high MLK@ risk, then, in addition to the
action specified in subparagraph 4.13. 2(1%5?33@ out the actions specified in
subparagraphs 4.13.3(2), (3) and (4).

An AML/CTF program must include ap riate risk-management systems for the
reporting entity to undertake each of ollowing steps for foreign politically
exposed persons and for high ML/RKrisk domestic or international organisation
politically exposed persons: O‘\

(1) in the case of a ben@?ial owner, comply with the identification requirements
specified in para @%hs 4.2.3 to 4.2.9 of these Rules as if the politically
exposed persoé()vas the customer; and

(2) obtain sgifibr management approval before establishing or continuing a
businggd relationship with the individual and before the provision, or continued
proQ@uon of a Designated Service to the customer;

3) Qgéke reasonable measures to establish the politically exposed person’s source
of wealth and source of funds; and

4) comply with the obligations in Chapter 15 of these Rules.

An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to respond to any discrepancy that arises in the course of verifying
information collected about a politically exposed person, so that the reporting entity
can be reasonably satisfied that the politically exposed person is the person that he or
she claims to be.

Reporting entities should consider the requirements in the Privacy Act 1988 relating
to the collection and handling of sensitive information about politically exposed
persons.
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Chapter 4, Part 4.9 — Anti-Money Laundering and Counter-Terrorism Financing Rules
Instrument 2007 (No. 1)

Part 4.9 Verification from documentation

Verification with respect to individuals

4.9.1

49.2

493

In so far as an AML/CTF program provides for the verification of KYC information
about an individual by means of reliable and independent documentation, an
AML/CTF program must comply with the requirements specified in paragraphs 4.9.2
and 4.9.3.

An AML/CTF program must require that the reporting entity be satis @that any
document from which the reporting entity verifies KYC informati out an
individual has not expired (other than in the case of a passport 1 %‘ by the
Commonwealth that expired within the preceding two years). r\

An AML/CTF program must include appropriate risk- brq;g systems and controls for
the reporting entity to determine: \O_)

(1)  what reliable and independent documenta‘é’&h the reporting entity will require
for the purpose of verifying the indivi.dé}’s name and date of birth and/or
residential address (as the case may %},

N
(2) ifany other KYC information &bdut an individual is to be verified — what
reliable and independent d@@‘nentatlon may be used to verify that information,;

(3)  whether, and in what Qﬁlmstances the reporting entity is prepared to rely
upon a copy of a rel@.@le and independent document;

(4) in what circungstances a reporting entity will take steps to determine whether a
document g\&fmed about an individual may have been forged, tampered with,
cancelledor stolen and, if so, what steps the reporting entity will take to
establif@ whether or not the document has been forged, tampered with,
ca\ ed or stolen;

2

(5) “whether the reporting entity will use any authentication service that may be
available in respect of a document; and

(6)  whether, and how, to confirm KYC information about an individual by
independently initiating contact with the person that the individual claims to be.

Verification with respect to persons other than individuals

4.9.4 Inso far as an AML/CTF program provides for the verification of KYC information

about a customer who is not an individual by means of reliable and independent
documentation, an AML/CTF program must comply with the requirements specified
in paragraph 4.9.5.
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4.9.5 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine:

(1)  what and how many reliable and independent documents the reporting entity
will use for the purpose of verification;

(2)  whether a document is sufficiently contemporaneous for use in verification;

(3)  whether, and in what circumstances, the reporting entity is prepared to rely
upon a copy of a reliable and independent document;

(4) in what circumstances the reporting entity will take steps to determine whether
a document produced about a customer may have been cancelled, forged,
tampered with or stolen and, if so, what steps the reporting entity gill take to
establish whether or not the document has been cancelled, for@, tampered
with or stolen; b}

Q

(5)  whether the reporting entity will use any authenticatioﬂ‘g'ervice that may be
available in respect of a document; and 0(\

(6)  whether, and how, to confirm information ab(n@qe? customer by independently
initiating contact with the customer. o

o)
Chapter 4, Part 4.10 — Anti-Money Launderingghd Counter-Terrorism Financing Rules
Instrument 2007 (No. 1) \é
AN
O
Part 4.10 Verification frogﬁeliable and independent electronic data

O

4.10.1 In so far as an AML/C @?rogram provides for the verification of KYC information
collected about a customer by means of reliable and independent electronic data, an
AML/CTF progra{\&qust comply with the requirements specified in paragraph 4.10.2.

4.10.2 An AML/CT&Jrogram must include appropriate risk-based systems and controls for
the repor%@entity to determine:

AN
(1) Qv%hether the electronic data is reliable and independent, taking into account the

following factors:

(a) the accuracy of the data;

(b) how secure the data is;

(c) how the data is kept up-to-date;

(d) how comprehensive the data is (for example, by reference to the range of
persons included in the data and the period over which the data has been
collected);

(e) whether the data has been verified from a reliable and independent source;
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)

3)
(4)

(f) whether the data is maintained by a government body or pursuant to
legislation; and

(g) whether the electronic data can be additionally authenticated; and

what reliable and independent electronic data the reporting entity will use for
the purpose of verification;

the reporting entity’s pre-defined tolerance levels for matches and errors; and

whether, and how, to confirm KYC information collected about a customer by
independently initiating contact with the person that the customer claims to be.

Chapter 4, Part 4.12 - Anti-Money Laundering and Terrorism Financmq,.R&es

Instrument 2007 (No. 1) \(1/

Part 4.12

O

Collection and Verification of Benefl%qj%wner information

4.12.1 An AML/CTF program must include appropriate ss‘y%tems and controls for the
reporting entity to determine the beneficial owiigt of each customer and carry out the
following, either before the provision of a I@gnated Service to the customer or as
soon as practicable after the Designated Wice has been provided:

(1)

collect, (including from the c@@%mer where applicable) and take reasonable
measures to verify: O‘\

(a) each beneficia q§$1er’s full name, and
Q
(b) the ben@@lal owner’s date of birth; or

o
(c) the I{@eﬁmal owner’s full residential address.

4.12.2 The requlrqunts of paragraph 4.12.1 may be modified:

2

@?a customer who is an individual, the reporting entity may assume that the
customer and the beneficial owner are one and the same, unless the reporting
entity has reasonable grounds to consider otherwise;

for a customer who is:

(a) a company which is verified under the simplified company verification
procedure under paragraph 4.3.8 of these Rules;

(b) a trust which is verified under the simplified trustee verification
procedure under paragraph 4.4.8 of these Rules;

(c) an Australian Government Entity; or
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(d) a foreign listed public company, or a majority-owned subsidiary of
such a company, subject to disclosure requirements (whether by stock
exchange rules or through law or enforceable means) that ensure
transparency of beneficial ownership;

then,
(e) paragraph 4.12.1 need not be applied.

Note:  The terms ‘foreign company’, ‘listed public company’ and ‘foreign listed public
company’ are defined in Chapter 1 of the AML/CTF Rules.

4.12.3 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to determine whether, in addition to the informatiogyreferred to
in paragraph 4.12.1 above, any other information will be collected erified about
any beneficial owner. Qb}

A
Note:  Reporting entities should consider the requirements in the F’)@acy Act 1988 relating
to the collection and handling of information about belgle;@‘al owners.
Verification y\o.)cb

L
4.12.4 An AML/CTF program must require that the V&%cation of information collected
about each beneficial owner of a customerg@%ased on:

o
(1) reliable and independent d(s)\%ﬁ%\entation;

2) reliable and independe@\égctronic data; or
3) a combination of. &%nd (2) above.

Q
Safe harbour procedure wheer‘&/T F risk of the beneficial owner is medium or lower

N
4.12.5 Paragraph 4.12 &&s out one procedure for documentation-based verification

(subparagra% 12.7(2) and (3)) and electronic verification (subparagraph
4.12.7(4)) p@nich a reporting entity may include in its AML/CTF program to comply
with it ég?g‘ations under paragraph 4.12.1 of these Rules where the customer and
the @ﬁcial owner of the customer is of medium or lower ML/TF risk. Paragraph
4.12Y7 does not preclude a reporting entity from meeting the verification
requirements of paragraph 4.12.1 of these Rules in another way where the beneficial
owners of the customer are of medium or lower ML/TF risk.

4.12.6 Paragraph 4.12.7 is not applicable if any beneficial owner is a foreign politically
exposed person.

4.12.7 An AML/CTF program that requires the reporting entity to do the following will be
taken to meet the requirements of paragraph 4.12.1 of these Rules in respect of the
beneficial owners of a customer, where a reporting entity determines that the
relationship with that customer and the beneficial owner is of medium or lower risk:

(1) collect the information described in paragraph 4.12.1 in regard to each
beneficial owner;
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4.12.8

Documentation-based safe harbour procedure

(2) verify each beneficial owner’s full name and either the beneficial owner’s full
residential address or date of birth, or both, from:

(a) an original or certified copy of a primary photographic identification
document; or

(b)  both:

(1) an original or certified copy of a primary non-photographic
identification document; and

(i1) an original or certified copy of a secondary 1dent1@:at10n
document; and Q
| . W |
(3) verify the document produced by the customer in regar each beneficial
owner has not expired (other than in the case of a pass issued by the
Commonwealth that expired within the preceding t@@years);
YV
Electronic-based safe harbour procedure ,\Q)cb
(4) verify each beneficial owner’s full name ?ncél either the beneficial owner’s full
residential address or date of birth, or é}h, using reliable and independent
electronic data from at least two s ate data sources.
s\o*

Responding to discrepancies

the reporting entity to res to any discrepancy that arises in the course of
verifying information C%/uﬁ ted about each beneficial owner so that the reporting
entity can determine W4 it is reasonably satisfied that each beneficial owner is the
person that the c%@mer claims they are.

An AML/CTF program must 1tq@ude appropriate risk-based systems and controls for

Procedure to follow v&}}e unable to determine the identity of the beneficial owner

4.12.9 If the e@@nng entity is unable to ascertain a beneficial owner, the reporting entity

ntify and take reasonable measures to verify:

(1) for a company (other than a company which is verified under the simplified
company verification procedure under paragraph 4.3.8 of these Rules) or a
partnership, any individual who:

(a) 1s entitled (either directly or indirectly) to exercise 25% or more of the
voting rights, including a power of veto, or

(b) holds the position of senior managing official (or equivalent);

(2)  for a trust (other than a trust which is verified under the simplified trustee
verification procedure under paragraph 4.4.8 of these Rules), any individual
who holds the power to appoint or remove the trustees of the trust;
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Note:

3) for an association or a registered co-operative, any individual who:

(a) is entitled (either directly or indirectly) to exercise 25% or more of the
voting rights including a power of veto, or

(b) would be entitled on dissolution to 25% or more of the property of the
association or registered co-operative, or

(¢) holds the position of senior managing official (or equivalent).

In addition to the verification procedures set out in Part 4.12, a reporting entity may
be able to use a disclosure certificate. Details regarding disclosure certificates are
set out in Chapter 30 of the AML/CTF Rules.

Q
N

Chapter 4, Part 4.13 - Anti-Money Laundering and Terrorism FinanciQB’Rules

Instrument 2007 (No. 1) QJ\

Part 4.13 Collection and Verification of Polltlcaw@xposed Person

4.13.1

4.13.2

4.13.3

information
,\%

An AML/CTF program must include appropriat s\k—management systems to
determine whether a customer or beneficial og@er is a politically exposed person. The
determination must occur either before the gf#ovision of a Designated Service to the
customer or as soon as practicable after@fé Designated Service has been provided. If
it is determined that the customer or eficial owner is a politically exposed person,
the reporting entity must carry 06@ applicable steps in this Part.

An AML/CTF program m fé&lude appropriate risk-management systems for the
reporting entity to undertaéeach of the following steps for domestic politically
exposed persons and 1Q §fhational organisation politically exposed persons:
N
(1) in the cas 6? a beneficial owner, comply with the identification requirements
specifigdih paragraphs 4.2.3 to 4.2.9 of these Rules as if the politically
expc@% person was the customer; and

(2) @‘etermme whether the person is of high ML/TF risk; and

3) 1f the person is determined to be of high ML/TF risk, then, in addition to the
action specified in subparagraph 4.13.2(1), carry out the actions specified in
subparagraphs 4.13.3(2), (3) and (4).

An AML/CTF program must include appropriate risk-management systems for the
reporting entity to undertake each of the following steps for foreign politically
exposed persons and for high ML/TF risk domestic or international organisation
politically exposed persons:

(1) in the case of a beneficial owner, comply with the identification requirements
specified in paragraphs 4.2.3 to 4.2.9 of these Rules as if the politically
exposed person was the customer; and
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(2) obtain senior management approval before establishing or continuing a
business relationship with the individual and before the provision, or continued
provision, of a Designated Service to the customer;

3) take reasonable measures to establish the politically exposed person’s source
of wealth and source of funds; and

(4) comply with the obligations in Chapter 15 of these Rules.

4.13.4 An AML/CTF program must include appropriate risk-based systems and controls for
the reporting entity to respond to any discrepancy that arises in the course of verifying
information collected about a politically exposed person, so that the reporting entity
can be reasonably satisfied that the politically exposed person is the person that he or
she claims to be. Q

N

Note: Reporting entities should consider the requirements in the Privac rl’t 1988 relating
to the collection and handling of sensitive information about pgRtecally exposed

persons. O‘Q
2

Chapter 6 — Anti-Money Laundering and Counter-Terrdﬂ%m Financing Rules
Instrument 2007 (No. 1)

=N
\\O
CHAPTER 6 Qo
&
Part 6.1 Verification of iderclgktfof customers

6.1.1 These Anti-Money Launderingxdnd Counter-Terrorism Financing Rules (Rules) are
made pursuant to subsectig?9(2), subsection 31(2), subparagraph 35(1)(b)(ii),
subsection 35(2) and sgeffon 229 of the Anti-Money Laundering and
Counter-Terrorism F{p ncing Act 2006 (AML/CTF Act).

Part 6.2 Vv f}catlon of the identity of customers for the purposes of

se}tlon 35

@
6.2.1 For t@lrposes of subparagraph 35(1)(b)(i1) of the AML/CTF Act, section 35 will
apply to a reporting entity in circumstances where the reporting entity suspects on
reasonable grounds that the customer is not the person that he or she claims to be.

6.2.2 Where the circumstance specified in paragraph 6.2.1 above comes into existence, the
specified action for the purposes of subsection 35(2) of the AML/CTF Act is set out at
paragraph 6.2.3 below.

6.2.3 The reporting entity must, within 14 days commencing after the day on which the
circumstance specified in paragraph 6.2.1 above comes into existence, take one or

more of the actions specified below:

(1)  collect any KYC information in respect of the customer; or
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(2)  verify, from a reliable and independent source, certain KYC information that
has been obtained in respect of the customer;

for the purpose of enabling the reporting entity to be reasonably satisfied that the
customer is the person that he or she claims to be.

Part 6.3 Verification of the identity of pre-commencement customers

6.3.1

6.3.2

For the purposes of subsection 29(2) of the AML/CTF Act, the specified action is as
set out in paragraph 6.3.2.

The reporting entity must, within 14 days commencing after the day on which the
suspicious matter reporting obligation arose, take one or more of the actions specified

below: Q
elow Qq/

(1)  carry out the applicable customer identification procedure@ rl/ss the reporting
entity has previously carried out or been deemed to hav@rried out that

N

procedure or a comparable procedure; Qo
)
(2)  collect any KYC information in respect of the gﬁft}émer; or
N

(3)  verify, from a reliable and independent S()%f:)\e, certain KYC information that
has been obtained in respect of the customer;
QO
for the purpose of enabling the reportin@ty to be reasonably satisfied that the
customer is the person that he or she ¢l@ms to be.

)

Part 6.4 Verification of th(&gentity of low-risk service customers

6.4.1

6.4.2

@)
For the purposes of subseo@gn 31(2) of the AML/CTF Act, the specified action is as
set out in paragraph 6Q elow.
N

The reporting ent} ?nust, within 14 days starting after the day on which the
suspicious mag&reponing obligation arose, take one or more of the actions specified

below: %Q'

(3
(1) @\fcr'y out the applicable customer identification procedure unless the reporting
%ntity has previously carried out or been deemed to have carried out that

procedure or a comparable procedure;
(2)  collect any KYC information in respect of the customer; or

(3)  verify, from a reliable and independent source, certain KYC information that
has been obtained in respect of the customer;

for the purpose of enabling the reporting entity to be reasonably satisfied that the
customer is the person that he or she claims to be.
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Chapter 8, Parts 8.1-8.9 - Anti-Money Laundering and Counter-Terrorism Financing

Rules Instrument 2007 (No. 1)

CHAPTER 8

Part 8.1

8.1.1

Part A of a standard anti-money laundering and
counter-terrorism financing (AML/CTF) program

These Anti-Money Laundering and Counter-Terrorism Financing Rules (Rules) are
made pursuant to section 229 and (in relation to these Rules in Parts 8.1 to 8.7 and
8.9) for the purposes of paragraphs 36(1)(b) and 84(2)(c) of the Anti-Money
Laundering and Counter-Terrorism Financing Act 2006 (AML/CT ). Part 7 of
the AML/CTF Act obliges a reporting entity to adopt and maint I(hfn AML/CTF
program relating to the provision of Designated Services. A stafslard AML/CTF
program is a program that applies to a particular reporting e . Standard
AML/CTF programs are divided into Parts A and B. OQ

The primary purpose of Part A of a standard AML/, (Cﬁqi)rogram is to identify,
manage and mitigate money laundering or terror'em financing (ML/TF) risk a
reporting entity may reasonably face in relatiorkto the provision by the reporting
entity of Designated Services at or through @permanent establishment in Australia.
These Rules set out the requirements witlgwhich Part A of a standard AML/CTF
program must comply. \OK

. _
The risk-based approach and ML/TF rzsb‘\

8.1.3

Some of the requirements g}é\iﬁed in these Rules may be complied with by a
reporting entity putting g)p ace appropriate risk-based systems or controls. When
determining and putt(@& 1n place appropriate risk-based systems or controls, the
reporting entity mugt have regard to the nature, size and complexity of its business
and the type ot;gé/TF risk that it might reasonably face.

For the puq&)ses of these Rules, in identifying its ML/TF risk a reporting entity must
consid@i&e risk posed by the following factors:

(1) " its customer types, including any politically exposed persons;
(2) the types of Designated Services it provides;

(3) the methods by which it delivers Designated Services; and
(4) the foreign jurisdictions with which it deals.

Part A must be designed to enable the reporting entity to:

(1) understand the nature and purpose of the business relationship with its
customer types, including, as appropriate, the collection of information
relevant to that understanding; and
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Application @

8.1.7

(2) understand the control structure of non-individual customers;

(3) identify significant changes in ML/TF risk for the purposes of its Part A and
Part B programs, including:

(a) risks identified by consideration of the factors in paragraph 8.1.4; and

(b) risks arising from changes in the nature of the business relationship,
control structure, or beneficial ownership of its customers; and

(4) recognise such changes in ML/TF risk for the purposes of the requirements of
its Part A and Part B programs; and

(5) identify, mitigate and manage any ML/TF risk arising from: Q
(a) all new Designated Services prior to introducing ther&\ﬂ%he market;

(b) all new methods of Designated Service delivery @r to adopting them;
N\

(c) all new or developing technologies used forl;% provision of a
Designated Service prior to adopting th'\ “and

X,
(d) changes arising in the nature of the\lzsl’siness relationship, control
structure or beneficial ownershi]b‘o\f its customers.

Part A must include a requirement that‘&@ determining what is an appropriate
risk-based procedure for inclusion art B of the reporting entity’s standard
AML/CTF program, the reporti }ntlty must have regard to ML/TF risk relevant to
the provision of the Designatg@rvice.

GO

Unless otherwise (ﬂded in the AML/CTF Act or these Rules, a reporting entity
must apply Part £X0 all areas of its business that are involved in the provision of a
Designated S@Fb‘lce including in relation to any function carried out by a third party.

Part 8.2 \QRML/CTF risk awareness training program

8.2.1

8.2.2

8.2.3

Part A must include an AML/CTF risk awareness training program that meets the
requirements of paragraphs 8.2.2 to 8.2.3 below.

The AML/CTF risk awareness training program must be designed so that the
reporting entity gives its employees appropriate training at appropriate intervals,
having regard to ML/TF risk it may reasonably face.

The AML/CTF training program must be designed to enable employees to
understand:

(1) the obligations of the reporting entity under the AML/CTF Act and Rules;

(2) the consequences of non-compliance with the AML/CTF Act and Rules;
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(3) the type of ML/TF risk that the reporting entity might face and the potential
consequences of such risk; and

(4) those processes and procedures provided for by the reporting entity’s
AML/CTF program that are relevant to the work carried out by the employee.

Part 8.3 Employee due diligence program

8.3.1  Part A must include an employee due diligence program that meets the requirements
of paragraphs 8.3.2 to 8.3.4 of these Rules.

8.3.2  The employee due diligence program must put in place appropriate risk-based
systems and controls for the reporting entity to determine whether to, and in what
manner to, screen any prospective employee who, if employed, may b@n a position
to facilitate the commission of a money laundering or financing o orism offence
in connection with the provision of a Designated Service by th@éorting entity.

8.3.3  The employee due diligence program must include approp{ia'}e risk-based systems
and controls for the reporting entity to determine whethefQo, and in what manner to,
re-screen an employee where the employee is transfqﬁé or promoted and may be in
a position to facilitate the commission of a mone fﬁundering or financing of
terrorism offence in connection with the provis‘@g} of a Designated Service by the
reporting entity. o)

>

8.3.4  The employee due diligence program 1{@‘[ establish and maintain a system for the
reporting entity to manage any emplayee who fails, without reasonable excuse, to
comply with any system, contrg sq}* rocedure established in accordance with Part A

or Part B.
60((\

Part 8.4 Oversightg{egoards and senior management

8.4.1 A reporting entity@:l’art A program must be approved by its governing Board and
Senior Manage@%n‘t. Part A must also be subject to the ongoing oversight of the
reporting e ’s Board and Senior Management. Where the reporting entity does
not have .gboard, Part A must be approved and overseen by its chief executive
ofﬁceg& equivalent.

Part 8.5 AML/CTF Compliance Officer

8.5.1  Part A must provide for the reporting entity to designate a person as the ‘AML/CTF
Compliance Officer’ at the management level. The AML/CTF Compliance Officer
may have other duties.

Part 8.6 Independent review
8.6.1  Part A must be subject to regular independent review.

8.6.2  The frequency of the review should take into account the nature, size and complexity
of a reporting entity’s business, and the type and level of ML/TF risk it might face.
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8.6.3

8.6.4

8.6.5

8.6.6

While the review may be carried out by either an internal or external party, the
person appointed to conduct the review must not have been involved in undertaking
any of the functions or measures being reviewed, including:

(1) the design, implementation, or maintenance of Part A of a reporting entity’s
AML/CTF program; or

(2) the development of a reporting entity’s risk assessment or related internal
controls.

The reporting entity must be able to demonstrate the independence of the reviewer.
The purpose of the review should be to:

(1) assess the effectiveness of the Part A program having regard th‘ﬂth ML/TF risk
of the reporting entity; &
Q

(2) assess whether the Part A program complies with thesbf@ules;
(3) assess whether the Part A program has been eff%q}%ly implemented; and
(4) assess whether the reporting entity has con@l\ed with its Part A program.

The results of the review, including any rep repared, must be provided to senior
management and, where applicable, the rning board of the reporting entity.

Part 8.7 Incorporation of feedpiﬁck and guidance on ML/TF risks from

8.7.1

AUSTRAC O

In developing and updatiné@(;;t A of an AML/CTF program, a reporting entity must
take into account: KQQ

(1) any apphca@ guidance material disseminated or published by AUSTRAC;
and \)Q

(2) any f&dback provided by AUSTRAC in respect of the reporting entity or the
g@;?stry it operates in,

that 1s relevant to the identification, mitigation, and management of ML/TF risk
arising from the provision of a Designated Service by that entity.

Part 8.8 Permanent establishments in a foreign country

8.8.1

8.8.2

The Rules in part 8.8 are made pursuant to section 229 of the AML/CTF Act for the
purposes of paragraph 84(2)(b) of that Act. The Rules in part 8.8 apply to a reporting
entity in respect of any permanent establishment in a foreign country at or through
which it provides Designated Services.

Subject to 8.8.3 below, Part A of a reporting entity’s AML/CTF program must
include systems and controls that meet the obligations under the AML/CTF Act that
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apply to the provision by the reporting entity of Designated Services at or through a
permanent establishment of the reporting entity in a foreign country.

8.8.3  Where a reporting entity’s permanent establishment in a foreign jurisdiction is
regulated by anti-money laundering and counter-terrorism financing laws
comparable to Australia, only minimal additional systems and controls need to be
considered.

8.8.4  The requirements in parts 8.4 to 8.7 of these Rules apply in relation to a permanent
establishment in a foreign country at or through which a reporting entity provides
Designated Services. The requirements in parts 8.1 to 8.3 of these Rules do not
apply in relation to a permanent establishment in a foreign country at or through
which a reporting entity provides Designated Services.

. i P

Part 8.9 Reporting obligations b{l,

8.9.1  Part A of a reporting entity’s AML/CTF program must 1nc1u,@)\

(1) the obligations that apply to the reporting entity uﬁ&r sections 41, 43, 45 and
47 of the AML/CTF Act (reporting obhgatlongf,bmd

(2) appropriate systems and controls of the r \' ing entity designed to ensure
compliance with the reporting obhgatg@s of the reporting entity; and

(3) the obligations that apply to the @?rtlng entity under section 51F of the
AML/CTF Act and Chapter 64\ the AML/CTF Rules; and
\

(4) where the reporting entlt@s a remittance dealer, the obligations that apply to
the remittance dealer Eﬁﬁer section 75M of the AML/CTF Act (as applicable)
to advise: P

<
(a) the AUS{ﬁ{AC CEO of material changes in circumstances and other
spec] circumstances under subsections 75M(1) and 75M(3) of the
% CTF Act; or

(b&’@ the registered remittance network provider of material changes in

circumstances and other specified circumstances under subsection
75M(2) of the AML/CTF Act.

Note:  Remittance dealers should also refer to Chapter 60 of the AML/CTF Rules which
specifies the material changes to registration details which must be reported to the
AUSTRAC CEO.
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Chapter 15, Parts 15.1-15.11 - Anti-Money Laundering and Counter-Terrorism
Financing Rules Instrument 2007 (No. 1)

CHAPTER 15 Ongoing customer due diligence

15.1 These Anti-Money Laundering and Counter-Terrorism Financing Rules (Rules) are
made under section 229 of the Anti-Money Laundering and Counter-Terrorism
Financing Act 2006 (the AML/CTF Act) for paragraphs 36(1)(b), 84(2)(c) and
85(2)(c) of that Act. Sections 136 and 137 of the AML/CTF Act apply to each
paragraph of this Chapter. The requirements set out in these Rules do not apply in
relation to a permanent establishment in a foreign country at or through which a
reporting entity provides Designated Services. This Chapter commencgs on 1 June

2014, v

KYC information and Beneficial Owner Information

Note:  Reporting entities that provide Designated Services to cusgemers who are
custodians are exempt from the requirements specifie 'n%amgmphs 15.2and 15.3
of these Rules in relation to certain beneficial owneiiformation. These exemptions
are set out in paragraph 4.4.18 of Chapter 4 oftfcb)q:v} Rules.

152 Areporting entity must include in Part A of i KML/ CTF program appropriate risk-
based systems and controls to enable a re@)ﬁig entity to determine in what
circumstances further KYC informatiog{er beneficial owner information should be
collected or verified in respect of cy§temers or beneficial owners of customers to
enable the review and update og}( information and beneficial owner information
for ongoing customer due di% ce purposes.

Q)
Note: ‘Beneficial owner informa@%r " is the information referred to in Part 4.12 of Chapter
4 of these Rules. QKQ
N

153  Areporting en@@%ust undertake reasonable measures to keep, update and review
the documengsMlata or information collected under the applicable customer
identiﬁcat@ procedure (particularly in relation to high risk customers) and the
beneﬁ&@owner identification requirements specified in Chapter 4 of these Rules.

)
Transaction %Bnitorin g program

154 A reporting entity must include a transaction monitoring program in Part A of its
AML/CTF program.

15.5 The transaction monitoring program must include appropriate risk-based systems
and controls to monitor the transactions of customers.

15.6  The transaction monitoring program must have the purpose of identifying, having
regard to ML/TF risk, any transaction that appears to be suspicious within the terms
of section 41 of the AML/CTF Act.
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15.7 The transaction monitoring program should have regard to complex, unusual large
transactions and unusual patterns of transactions, which have no apparent economic
or visible lawful purpose.

Enhanced customer due diligence program

Note:  Reporting entities that provide Designated Services to customers who are
custodians are exempt from the requirements specified in subparagraphs 15.9(2),
15.10(1)(b), 15.10(1)(c), 15.10(2) and 15.10(4) of these Rules in relation to
underlying customers of custodians. These exemptions are set out in paragraph
4.4.18 of Chapter 4 of these Rules.

15.8 A reporting entity must include an enhanced customer due diligence program in Part

A of its AML/CTF program. Q
N
15.9 Subject to paragraph 4.4.18, the reporting entity must apply the e‘gﬁfnced customer
due diligence program when: @\Q
N

(1) it determines under its risk-based systems and con@s that the ML/TF risk is
high; or Q)cél/

Note: Reporting entities should consider whether any begigficial owner of a customer,
including domestic or international organisatig(lvolitically exposed persons, should

be considered high risk. ;\O
o

(2) a Designated Service is being ided to a customer who is or who has a
beneficial owner who is, a fi n politically exposed person; or

(3) asuspicion has arisen @%e purposes of section 41 of the AML/CTF Act; or
Q)

(4) the reporting entilé@s entering into or proposing to enter into a transaction and
a party to the t@%saction is physically present in, or is a corporation
incorporate&@"t, a prescribed foreign country.

15.10 The enhance%&stomer due diligence program must include appropriate risk-based
systems anfbontrols so that, in cases where one or more of the circumstances in
paragr 15.9 arises, a reporting entity must undertake measures appropriate to
tho@grcumstances, including a range of the measures in subparagraphs 15.10(1) to

(7):

(1) seek information from the customer or from third party sources in order to
undertake one or more of the following as specified in subparagraphs
15.10(1)(a) — (d):

(a) clarify or update KYC information already collected from the
customer;

(b) subject to paragraph 4.4.18, clarify or update beneficial owner
information already collected from the customer;
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(©) subject to paragraph 4.4.18, obtain any further KYC information or
beneficial owner information, including, where appropriate, taking
reasonable measures to identify:

(1) the source of the customer’s and each beneficial owner’s wealth;
and

(1))  the source of the customer’s and each beneficial owner’s funds;

(d) clarify the nature of the customer’s ongoing business with the reporting
entity;

(2)  undertake more detailed analysis of the customer’s KYC information and,
subject to paragraph 4.4.18, beneficial owner information, inclu@g, where

appropriate, taking reasonable measures to identify: \Q,Q
X
QO
(a) the source of the customer’s and each beneﬁm@wner’s wealth; and

O
(b) the source of the customer’s and each bcegB@cial owner’s funds;

(3) verify or re-verify KYC information in acco\r"(‘iance with the customer
identification program; ?S’

(4) subject to paragraph 4.4.18, verify ﬁ-verify beneficial owner information in
accordance with the beneficial oz(ﬁer identification requirements specified in
Chapter 4 of these Rules; %O

N\

(5) undertake more detailed Q;lysis and monitoring of the customer’s
transactions — both pa@’&nd future, including, but not limited to:

(a) the pur@&, reasons for, or nature of specific transactions; or
)
(b) the@xpected nature and level of transaction behaviour, including
re transactions;

Q
(6) seéb%enior management approval for:
%
Q~(a) continuing a business relationship with a customer; and
(b) whether a Designated Service should continue to be provided to the
customer;

(7) consider whether a transaction or particular transactions should be processed.

15.11 If'the circumstances in subparagraph 15.9(2) arise, in addition to any other
appropriate measures in paragraph 15.10, a reporting entity must undertake the
measures in subparagraphs 15.10(2) and 15.10(6).
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Chapter 18 — Anti-Money Laundering and Counter-Terrorism Financing Rules
Instrument 2007 (No. 1)

CHAPTER 18 Reportable details for suspicious matters

(Rules commencing on 12 December 2008)

18.1 These Anti-Money Laundering and Counter-Terrorism Financing Rules (Rules) are
made under section 229 of the Anti-Money Laundering and Counter-Terrorism
Financing Act 2006 (AML/CTF Act) for paragraph 41(3)(b) of that Act.

18.2 A suspicious matter report must contain the following information:

(1) astatement of whether the person (first person) is a customer\o&(ll{e reporting
entity; Qb(
o
(2) astatement of whether the first person has requested @'\reporting entity to
provide a Designated Service to the first person an@\/@at service is of a kind
ordinarily provided by the reporting entity; \Q)Cb

(3) astatement of whether the first person en \d of the reporting entity whether
it would be willing or prepared to providéthe Designated Service to the first
person and that service is of a kind ol;ghaarily provided by the reporting entity;

(4) astatement of whether the repo@g entity has commenced to provide
or proposes to provide the I())Q nated Service to the first person;

(5) adescription of any co@ions in paragraphs 41(1)(d) to (j) of the AML/CTF
Act that relate to the gfedvision or prospective provision of the Designated
Service by the reQ@ﬁ‘ing entity (suspicious matter);

N

(6) a descriptio&t& any Designated Service to which the suspicious matter relates;
D

(7) a descr@@ion of the reasonable grounds for suspicion relating to the suspicious
mattes?

\&
Ina’ivid%l?
(8) ifthe first person is an individual:
(a) the full name of the first person, if known;
(b) the telephone number of the first person, if known;

(c) the full address of the first person (not being a post box address), if
known;

(d) the postal address of the first person, if different from subparagraph
18.2(8)(c), if known;
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(e) the date of birth of the first person, if known;
(f) the country of citizenship of the first person, if known;

(g) the occupation, business or principal activity and ABN of the first person,
if known,;

(h) any other name used by the first person, if known;
(1)  the email address of the first person, if known;

()  adescription of the reliable and independent documentation and/or
electronic data source(s) relied upon to verify the identity of the first

person, if applicable; (}9
Individual — where identity cannot be established bgl/g

(9) ifthe first person is an individual whose identity cannot}\ﬁé\ established; for
example, where the provision or prospective provisiogef the Designated Service

to which the suspicious matter relates occurred 1 ce-to-face circumstance:
- N

(a) adescription of the first person; &

(b) astatement of whether any relev; ocumentation exists including a

video or photograph, if known a@ﬁ held by the reporting entity;

. N . .
(c) adescription of any such{ﬁ&vant documentation relating to the first
person, if known; Oi\\

(d) the address of thg@f?t person (not being a post box address), if known;
2)
(e) the email %&ss of the first person, if known;

N
Non-individual QQ}Q
>
(10) 1if'the g@ person is not an individual:

>
é{&e’ the name of the first person and any business name under which the first

person is operating, if known;

(b) adescription of the legal form of the first person and any business
structure it is a part of, for the purposes of its main business activities, if
known (for example, partnership, trust or company);

(c) the business or principal activity of the first person, if known;

(d) the full address of the first person (not being a post box address), at which
the person carries on business, or principal place of business, if known;

(e) the postal address of the first person, if different from subparagraph
18.2(10)(d), if known;
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Agent
(11)

(12)

(f) the telephone number of the first person, if known;
(g) where the first person has an ACN or ARBN — that number, if known;
(h)  where the first person has an ABN — that number, if known;

(i)  adescription of any documentation relating to the first person to which the
suspicious matter relates, if known;

(j)  the name(s) of the beneficial owner(s) of the first person, if known;
(k) the name(s) of the office holder(s) of the first person, if known;

(1)  the country at which the first person was incorporated, formgd or
registered, if known; Q)
Q
\V

(m) the email address of the first person, if known,; G)\Qb‘

(n) a description of the reliable and independent dogumentation and/or
electronic data source(s) relied upon to verifythe identity of the first
person, if applicable; \O_)

a statement of whether a person dealj ’ Owith the reporting entity in relation to
the provision or proposed provisio@ the Designated Service to which a
suspicious matter relates, is an éé@nt of the first person (agent);

Where subparagraph 18. é\(@) applies:
(a) astatement of @ether the agent is a customer of the reporting entity;

(b) a descrlptk% of the relationship between the agent and the first person, if

know%b

(©) a@@Scnptlon of any evidence of the first person’s authorisation of the
(@,(%ent if known;

@
Agent Lndividual

(13)

If the agent is an individual:

(a) the full name of the agent, if known;

(b) the date of birth of the agent, if known;

(c) the full address of the agent (not being a post box address), if known;

(d) the postal address of the agent, if different from subparagraph 18.2(13)(c),
if known;

(e) the telephone number of the agent, if known;
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(f) the email address of the agent, if known,;
(g) the country of citizenship of the agent, if known;

(h) the occupation, business or principal activity and ABN of the agent, if
known;

(i)  any other name(s) used by the agent, if known;

(j)  adescription of any reliable and independent documentation and/or
electronic data source(s) relied upon to verify the identity of the agent, if
applicable;

Agent — where identity cannot be established — individual Q

(14) if the agent’s identity cannot be established; for example, W]&&?@ the provision or
prospective provision of the Designated Service to which ts@ suspicious matter
relates occurred in a face-to-face circumstance:

OQ

(a) adescription of the agent, if applicable; (bq,

(b) astatement of whether any relevant do 'I\nentation exists including a
video or photograph, if known andg y the reporting entity;

O
(c) adescription of any such relevag"?documentation relating to the agent, if
known; g
<O

(d) the address of the age&&fh%t being a post box address), if known,;
(e) the email addresg@é\the agent, if known;
Agent — non-individual QKQQ
(15) if the agent (ké%ot an individual:

(a) tl@qame of the agent and any business name(s) under which the agent is
erating, if applicable;

<o - . .
%) a description of the legal form of the agent and any business structure it is
a part of, for the purposes of its main business activities, if known (for
example, partnership, trust or company);

(c) the business or principal activity of the agent, if applicable;

(d) the full address of the agent (not being a post box address), at which the
person carries on business, or principal place of business, if known;

(e) the postal address of the agent, if different from subparagraph 18.2(15)(d),
if known,;

(f) where the agent has an ACN or ARBN — that number, if known;

Page | 277 22" November 2019 Neil G. Jeans



Afterpay Pty Ltd — External Audit Report

(g) where the agent has an ABN — that number, if known;

(h) adescription of any documentation relating to the agent to which the
suspicious matter relates, if known;

(1)  the telephone number of the agent, if known;
(j)  the email address of the agent, if known;

(k)  the country in which the agent was incorporated, formed or registered, if
known;

(1)  the name(s) of beneficial owner(s) of the agent, if known;
(m) the name(s) of office holder(s) of the agent, if known; Q"]/Q
QQ;

(n) adescription of any reliable and independent docum@%tion and/or
electronic data source(s) relied upon to verify the 'xf@ltity of the agent, if
applicable; N\

)

2

Other relevant information \O_)

(16) the date(s) on which any of the following Qa%‘urs in respect of the Designated
Service to which the suspicious matter, @tes:
‘N

(a) the reporting entity commenq& to provide or proposes to provide the
Designated Service to the(ﬁﬁ%t person; or

(b) the first person req S8 the reporting entity to provide the Designated
Service, of a kin@inarily provided by the reporting entity, to the first

person; or (%)

<
(c) the first pgrson enquires of the reporting entity whether it would be willing

or prepdded to provide the Designated Service, of a kind ordinarily
pro&i&ed by the reporting entity, to the first person; or

k (b(ﬁe agent deals with the reporting entity in relation to the provision or
prospective provision of the Designated Service;

(17) the reporting entity’s identifier number (where applicable) or reference number
relating to the provision or prospective provision of the Designated Service to
which the suspicious matter relates;

(18) where an account provided by a reporting entity or another person relates to the
Designated Service to which the suspicious matter relates:

(a) the name appearing on the account;
(b) the name of the provider of the account, if known;

(c) adescription of the account, if known;
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(d) the account number, if known;

(e) the name(s) of signatory(ies) to the account, if known;

(f) the BSB number of the account, if applicable and known;

(g) the date on which the account was opened, if known;

(h) adescription of any documentation relating to the account, if known;

(i)  the balance(s) of the account on the date(s) to which a suspicious matter
relates, if known;

(19) the total amount related to the Designated Service to which the suspicious
matter relates, in Australian dollars and/or foreign currency; Q"]/

(20) where the total amount consists of components, for such components
which relate to the grounds for the suspicion, if applica nd known:
S

(a) adescription of each of the components; ‘bq'
%)
(b) the amount of each of the components ci)Qﬁ%ustralian dollars;

(c) the type of foreign currency and apfdunt of the foreign currency, where
applicable, in relation to each oi‘bihe components;

(d) the name of the drawer or Ker of each of the components, if applicable;
N

(e) the name and branch @¥ the institution or foreign financial institution at
which each of theo‘&nponents 1s, or was, drawn or issued, if applicable;

(f) the countryé'x@)%lich the branch referred to in subparagraph 18.2(20)(e) is
located; é

(2) thebna%w of the payee of each of the components, where applicable;

%)
(h) (bf-f the payee of each of the components is not the beneficiary, the full name
@\@ of the beneficiary, if known;

(1)  the date on which each of the components occurs;

(21) if applicable, where money or property is transferred or is to be transferred
under the provision or prospective provision of the Designated Service to which
the suspicious matter relates:

(a) the full name of the sender;
(b) the full address of the sender (not being a post box address);

(c) the postal address of the sender, if different from subparagraph
18.2(21)(b), if known;
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(d)
(e)
()
(2)
(h)
(i)

Q)

(k)
M

(0)
(p)

(@

the telephone number of the sender, if known;

the email address of the sender, if known;

a statement of whether the money was transferred or is to be transferred;

a statement of whether the property was transferred or is to be transferred,
a description of the property which is or is to be transferred;

the account number of the sender from which money or property is
transferred or is to be transferred, or where an account does not exist, a

unique reference number relating to the transfer of money or property;

the name of the institution or entity that issued the accouré)‘ﬂ%erred to in

subparagraph 18.2(21)(1); b@/
Q
the full name of any payee, if known; r\@\
N\
if the payee is not the beneficiary, the full na'IBQOf the beneficiary, if
known; \O_)(b
X
the full address of the payee and/or byg'éﬁciary (not being a post box
address), if known; . O(\
X

o
the postal address of the payéé\and/or beneficiary, if different from
subparagraph 18.2(2 1)(n{¥§9 known;

the account number $&the beneficiary and/or payee;

o. . . . .
the name of th@stltutlon or entity that issued the account referred to in

subparagrapé&%Q(Z 1)(0);

N
the co*@h@(y in which the institution or entity referred to in subparagraph
18.2(Q1)(p) is located,

Q

(1) rﬁe date on which the money or property is transferred or is to be
g\ transferred;

(21A) where the Designated Service involves digital currency:

(@)

(b)

(©

(d)

the denomination or code of the digital currency and the number of digital
currency units;

the value of the digital currency involved in the transaction, expressed in
Australian dollars, if known;

a description of the digital currency including details of the backing asset
or thing, if known;

the Internet Protocol (IP) address information of the first person, if known;
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(e) the social media identifiers of the first person, if known;

(f) the unique identifiers relating to the digital currency wallet(s) of the first
person, if known; and

(g) the unique device identifiers of the first person relating to or arising from
the transaction, if known;

(22) if another institution, entity or intermediary was involved in the reporting
entity’s provision or prospective provision of the Designated Service to which
the suspicious matter relates:

(a) the full name of the other institution, entity or intermediary;
(b) the branch name or country of the other institution, entltxl/@nntermedlary,

(c) the country of the branch of the other institution, er%\Q or intermediary, if
the country is not Australia;
OQ
(23) the name of the reporting entity; qu,

(24) the full address and branch of the reporting {}y (not being a post box
address), at which any of the following ag\ s:

(a) the reporting entity commencesrz’}% provide or proposes to provide the
Designated Service (to Wth]l e suspicious matter relates) to the first

person; or \\Q

(b) the first person r s the reporting entity to provide the Designated
Service (to whic e suspicious matter relates), of a kind ordinarily
provided by t porting entity, to the first person; or

(c) the firs @rson enquires of the reporting entity whether it would be willing
or prepaed to provide the Designated Service (to which the suspicious
ma&é}‘ relates), of a kind ordinarily provided by the reporting entity, to the

ﬁj%t person; or

@: the agent deals with the reporting entity in relation to the provision or the
prospective provision of the Designated Service (to which the suspicious
matter relates);

(27) if a suspicious matter has been reported or is to be reported to an Australian
government body that has responsibility for law enforcement referred to in
paragraph 123(9)(b) of the AML/CTF Act:

(a) adescription of the Australian government body;
(b) the address of the Australian government body;

(c) adescription of the information which was provided to the Australian
government body;
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(d) the date on which the suspicious matter is to be, or was, reported;

(28) where a suspicious matter reporting obligation has previously arisen for the
reporting entity in relation to the first person and was previously reported to
AUSTRAC under section 41 of the AML/CTF Act:

(a) the date on which the suspicious matter was reported, if known;

(b) any identifier number or reference number given by the reporting entity to
the previous report, if known.

18.3 A report under subsection 41(2) of the AML/CTF Act must contain the following
details about the person completing the report:

(1) full name; Q(]/Q
b{lx
(2) job title or position; Q
&)
(3) telephone number; and Q
(1/0
(4) email address. \O_)cb
X
18.4  In this Chapter: ?S’

(1) ‘Digital currency wallet’ means any %}%ce that allows a person to send,
request, receive, or store digital cu{@hcy.
Q)

Q
(2)  ‘Unique device identifiers’ iQ}iﬁdes Media Access Control (MAC) addresses,
International Mobile Equi frent Identity (IMEI), International Mobile
Subscriber Identity (I@numbers, and secure element ID (SEID) numbers.

)
4

Chapters 62, 63, 64, 65 —é\nti-Money Laundering and Counter-Terrorism Financing
Rules Instrument 2007:@10. 1)

)
O
CHAPTER\&?G Reporting Entities Roll
%)

62.1 These Anti-Money Laundering and Counter-Terrorism Financing Rules (Rules) are
made under section 229 of the Anti-Money Laundering and Counter-Terrorism
Financing Act 2006 (AML/CTF Act) for the purposes of subsection 51C(4) of that
Act and in reliance on section 4 of the Acts Interpretation Act 1901. These Rules
come into effect on the date that section 51C of the AML/CTF Act comes into effect.

62.2 Ifthe AUSTRAC CEO considers on reasonable grounds that an entry on the
Reporting Entities Roll (the Roll) is incorrect or incomplete, the AUSTRAC CEO
may correct, or make complete, the entry.

623 (1) If the AUSTRAC CEO corrects or makes complete a person’s
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2)

name and enrolment details on the Roll, the AUSTRAC CEO must, (if
possible), give a written notice to the person; and

The notice must set out:
(a) the changes to the entry that the AUSTRAC CEO has made; and

(b) the date on which the changes were made.

62.4 If the AUSTRAC CEO considers on reasonable grounds that a person no longer
provides a Designated Service, the AUSTRAC CEO may remove the person’s name
and enrolment details from the Roll.

62.5 For the purposes of paragraph 62.4, the matters that may be considered @/ the

AUSTRAC CEO when forming an opinion include: (19
\\

(1) a change in any of the person’s enrolment details set o%tb\% art A of Schedule

1 of Chapter 63; N

N\

(2) if the person is a company — the deregistration %\;@e company by the

Australian Securities and Investments Comn;{% n;

X

3) if the person is a trust — information that?hcé trust has been dissolved;
4) if the person is a partnership — 1nf0¢®aat10n that the partnership has been

dissolved; g

(s\\o

(5) if the person is an indivi%q}— information that the individual is deceased;
(6) if the person is an u é&)rporated association — information that the

association has ce to exist;

<g$

(7) if the person#s an incorporated association — information that the association

has ceaseQ\eb exist;

)

(8) if th'g&rson is a registered co-operative — information that the co-operative

hagdreased to exist;
W

)
9) Q’if the person is a government body — information that the government body

(10)

(11)
(12)

has ceased to exist;

information that two or more persons whose names and enrolment details are
currently on the Roll have merged or amalgamated, and the merged or
amalgamated entity has commenced, or has continued, to provide a
Designated Service;

information that the person no longer provides a Designated Service; or

any other information that the AUSTRAC CEO considers is relevant to
whether the person continues to provide a Designated Service or has changed
its legal structure to the extent that names and enrolment details should be
removed.
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62.6 (1) If the AUSTRAC CEO has formed the opinion that the person no longer
provides a Designated Service and has removed the person’s name and
enrolment details, the AUSTRAC CEO must (if possible) give a written notice
to the person, or in the case of a deceased individual, the administrator of that
individual’s estate.

(2) The notice must set out:
(a) the reason for the removal by the AUSTRAC CEO; and

(b) the date on which the person’s name and enrolment details were
removed from the Roll.

Reporting entities should note that in relation to activities they undertake to co@ply with the
AML/CTF Act, they will have obligations under the Privacy Act 1988, incl ?qghe
requirement to comply with the Australian Privacy Principles, even if th ould otherwise
be exempt from the Privacy Act. For further information about these ations, please go to
http://'www.oaic.gov.au or call 1300 363 992. N

OQ
v
CHAPTER 63 Information to be provi@'ﬁ or in relation to an
application for enrolment as a reportinoq\?ntity

&

63.1 These Anti-Money Laundering and Co&ft%r-Terrorism Financing Rules (Rules) are
made under section 229 of the Anti‘@ney Laundering and Counter-Terrorism
Financing Act 2006 (AML/CTF A$t) for the purposes of subsection 51C(4) and
paragraph 51E(2)(b) of that Ag(.\

@)

63.2  The enrolment details, ing€lation to a person, are the details required to be provided
as set out in Part A of fh% Schedule to this Chapter.

)
63.3 A person making}@i? application for enrolment as a reporting entity must:

(1) proyg@e in their application the information set out in Part A of the Schedule
is Chapter;
<
Q.

(2) obtain and retain the information set out in Part B of the Schedule to this
Chapter; and

3) include in their application a declaration made by the authorised individual
that the information in the Schedule to this Chapter is true, accurate and
complete.

63.4  An application for enrolment as a reporting entity may be made by an agent of the
person on behalf of the person, only if:

(1) there is a current written agreement in place between the agent of the person
and the person; or the person has provided to the agent of the person a written
authority;
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(2) that written agreement or written authority authorises the agent to make an
application for enrolment on behalf of the person;

3) the application of the agent on behalf of the person contains the information
set out in Part A of the Schedule to this Chapter;

(4) the agent has obtained and retained the information set out in Part B of the
Schedule to this Chapter; and

(%) the application includes a declaration by the agent that the information in the
Schedule to this Chapter is true, accurate and complete.

63.5 In this Chapter:

(1) ‘ADI’ (short for authorised deposit-taking institution) has the@mge meaning

as in the AML/CTF Act; bglf
©
(2) ‘annual financial statements’ means: 63
(\
(a) if the person has an obligation under P .3 of the Corporations
Act 2001 ,\%
(1) the financial report (or f&elgn equivalent) for the most recent

financial year before t}@Qensus day;

(b) if the person does not ha\@ an obligation under Part 2M.3 of
the Corporations Ac{

(1) those §§Q hdated documents which are used to calculate the

EBITI®A for the most recent financial year before the census
da
&
3) ‘Australian @bvemment Entity’ means:

(a) &1§Comm0nwealth, a State or a Territory; or
Q

@06 an agency or authority of:
<& (1) the Commonwealth; or
(11) a State; or

(1i1) a Territory; or

(©) a local governing body established by or under a law of the
Commonwealth, a State or Territory, other than a body whose sole or
principal function is to provide a particular service, such as the supply
of electricity or water;

(4) ‘authorised individual’ means a natural person who is:

(a) a beneficial owner;
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)

(6)
(7

®)

(b) an officer as defined in section 9 of the Corporations Act 2001
(©) an agent of the person;

(d) a nominee pursuant to subsection 8(2) of the Australian Transaction
Reports and Analysis Centre Industry Contribution (Collection) Act
2011 who has been authorised in writing by the person to act on their
behalf as a nominee; or

(e) an employee of the person who has been authorised in writing by the
person to act on their behalf;

‘beneficial owner’ has the same meaning as in Chapter 1 of these AML/CTF
Rules; Q
N

‘company’ has the same meaning as in the Corporations A&((]ZOOI

‘consolidated documents’ means those documents Whhgﬁ contain financial
information relating to the calculation of earnings; OQ

‘earnings’, in relation to a leviable entity, mq@

X
(a)  if the leviable entity is an ADI or?gr)egistered financial corporation —

the total profit before tax, de&&lation and amortisation (PBTDA), not
adjusted for significant ite&@; or

o
(b) if'the leviable entlty{ member of a group of leviable entities and any

member of that g@}p is an ADI or a registered financial corporation —
PBTDA, not a d for significant items; or

(c) in any othgfcase — the total earnings before tax, interest, depreciation
and amQ%isation (EBITDA), not adjusted for significant items;

of the 1 '(iéole entity, for a year ending in the previous financial year, the
detaﬂé%‘ which have been recorded in accordance with the requirements for
theesoll maintained by the AUSTRAC CEO under section 51C of the

L/CTF Act;

Note: The above definition recognises that leviable entities may have annual accounting
periods that end on a date other than 30 June in any year.

)

(10)
(11

(12)

‘financial report’ has the same meaning as in section 9 of the Corporations
Act 2001;

‘foreign company’ has the same meaning as in the Corporations Act 2001;

‘group of leviable entities’ means all leviable entities that are related bodies
corporate;

‘instalment of levy’ means an amount of levy imposed by a determination
under subsection 9(1) of the Australian Transaction Reports and Analysis
Centre Industry Contribution Act 2011,
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63.6

(13)  ‘leviable entity’, in relation to the financial year, has the same meaning as in
the Australian Transaction Reports and Analysis Centre Industry Contribution
Act 2011;

(14)  ‘person’ has the same meaning as in the AML/CTF Act;

(15)  ‘previous financial year’ means the financial year beginning on 1 July of the
financial year immediately preceding the census day;

(16)  ‘registered financial corporation’ has the same meaning as ‘registered entity’
in the Financial Sector (Collection of Data) Act 2001,

(17)  ‘related bodies corporate’ has the same meaning as in the Corporations Act

2001;
o>

(18)  ‘significant items’ means a revenue or an expense from or i@ary activities of
such size, nature or incidence that its disclosure is relev&@to the Australian
Accounting Standard AASB 1018 (5.4); N

)
(19)  ‘subsidiary’ has the same meaning as in the Coggorations Act 2001,
)

(20)  ‘ultimate holding company’ has the same E}e';ning as in the Corporations Act

2001. \g
o)
In these Rules, the terms ‘domestic comp , ‘registered co-operative’, ‘registered

foreign company’, ‘relevant foreign reggStration body’ and ‘unregistered foreign
company’ have the same respective\&anings as in Chapter 1 of the AML/CTF Rules.
N

o)
$

SO

)
Schedule — Information to ﬁéprovided or relating to a person applying for enrolment

Part A

<
Q&}
Enrol@glt details - the information to be provided by a person applying
for (be_gfolment pursuant to section S1E of the AML/CTF Act
Q
The 1@.&\6 of the person;

The business name(s) under which the person is carrying on a business, or proposes to
carry on a business, of providing a Designated Service;

A description of whether the person is operating as an individual, company,
partnership, trust or through any other legal structure;

A description of whether the person:

(a) provides a Designated Service at or through a permanent establishment in
Australia;

(b) is a resident of Australia and the Designated Service is provided at or through
a permanent establishment of the person in a foreign country; or
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10.

11.

12.

13.

14.

15.

16.

(©) is a subsidiary of a company that is a resident of Australia and the Designated
Service is provided at or through a permanent establishment of the person in a
foreign country;

The Designated Service or services which the person provides or proposes to provide;

The date on which the person commenced to provide or proposes to provide,
Designated Services;

A description of the business carried on by the person;
The address of the registered office of the person (if applicable);

The full street address of the person’s principal place of business at Whl@ the person
provides or proposes to provide a Designated Service, not being a bra@‘ah of that

person; \
\Qv
The postal address of the person (if applicable); 03

In regard to the registration of a business carrying on actq?,smess or proposing to carry
on a business, of providing a Designated Service, th(;\&b owing, if applicable:

(a) the ACN; ?*
o)
(b)  the ARBN; >
&
(c)  the ABN; O
N

(d)  the Australian financia (&@/wes licence number;

(e) the Australian crec@éhcence number;

licence nuggier, together with the country in which the number was issued;

>
The person s&lephone number at its principal place of business;

) the foreign ggg alent of the ACN, ABN, ARBN, AFSL or Australian credit

The 151@&\ s facsimile number at its principal place of business (if applicable);
The person’s email address at its principal place of business (if applicable);
The person’s website address (if applicable);

The full name and business address (not being a post box address), and, where
applicable, any business registration number(s) of:

(a) if the person is an individual — that individual;

(b) if the person comprises a partnership —the full name and address (not being a
post box address) of each partner of the partnership; or

(©) if the person is a trust —the name of each trustee;
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17.

18.

19.

20.

If the person provides the item 31, 32 and 32A Designated Services in table 1 of
subsection 6(2) of the AML/CTF Act, whether the person provides those Designated
Services as a:

(a) remittance network provider;
(b) an independent remittance dealer; or
(©) a remittance affiliate of a registered remittance network provider;

Whether the person has any obligations under the Financial Transaction Reports Act
1988, and if so, the details of those obligations;

Whether the person is a related body corporate to a reporting entity; Q

If applicable, in respect of the ultimate holding company of the gr&t@%f related

bodies corporate of which the person is a member: QD\Q
(a) the name of the ultimate holding company; O{\'\
(b)  the ACN; ,\O_)(bq,
(c) the ARBN; ?S}
(d)  the ABN; (5’\\0(\
(e) the Australian financial servig‘@ icence number;

A

® the Australian credit lice&iS number;

(g)  the foreign equival Oof the ACN, ABN, ARBN, AFSL or Australian credit
licence numberQ{Qgether with the country in which the number was issued;

A
(h)  the addres%é@bt being a post box address);

>
Earnings informatio&@nd the AUSTRAC Industry Contribution
©

21.

Note:

The eattyfigs of the person for a year ending in the financial year immediately
precédimg the census day, if the circumstances described below apply:

If an earnings figure is required to be provided it may need to be updated each year
as required by the AML/CTF Rules made under section 51F of the AML/CTF Act
which deal with the requirement to update 'enrolment details’.

When earnings details have to be provided

(a) that entity is not part of a group of leviable entities and has earnings equal to
or greater than $100,000,000; or

(b) that entity is part of a group of leviable entities where the total earnings of the
group of leviable entities is equal to or greater than $100,000,000; or
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(©

(d)

that entity is a foreign company or a subsidiary of a foreign company and is
not part of a group of leviable entities and the earnings of the entity derived
from operations in Australia is equal to or greater than $100,000,000; or

that entity is part of a group of leviable entities where one or more entities is a
foreign company or a subsidiary of a foreign company (‘foreign leviable
entity’) and the total earnings of all of the foreign leviable entities from
operations in Australia is:

(1) equal to or greater than $100,000,000;
or

(i)  (A) lessthan $100,000,000; and (}9

(B) the total earnings of the foreign leviable entj glor entities from
operation in Australia and the total earni f all other leviable
entities in the group is equal to or gre%és an $100,000,000;

e

comprising: qgll

(e)

&y

(2

(h)

(@)

O

where the person is an ADI or a Reglstere%éﬁlanmal Corporation, and is not a
foreign company: ?‘

(1) the total profit before tax, {g@remanon and amortisation (PBTDA), not
adjusted for significant 16(; S; or

where the person is a me } of a group of leviable entities and any member
of that group is an ADI gra Registered Financial Corporation, and the person
is not a foreign com@

(1) the PB@% not adjusted for significant items; or

where the@rson is an ADI or a Registered Financial Corporation, and the
person& foreign company:

@ b’b the PBTDA, not adjusted for significant items derived from its

Q‘® operations in Australia; or

where the person is a member of a group of leviable entities and any member
of that group is an ADI or a Registered Financial Corporation, and the person
is a foreign company:

(1) the PBTDA, not adjusted for significant items derived from its
operations in Australia; or

where the person is not an ADI or a Registered Financial Corporation, and is
not a foreign company:

(1) the total earnings before tax, interest, depreciation and amortisation
(EBITDA), not adjusted for significant items; or
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() where the person is a member of a group of leviable entities and none of the
members is an ADI or a Registered Financial Corporation, and the person is
not a foreign company:

(1) the EBITDA, not adjusted for significant items; or

(k) where the person is not an ADI or a Registered Financial Corporation, and is a
foreign company:

(1) the EBITDA, not adjusted for significant items derived from its
operations in Australia; or

) where the person is a member of a group of leviable entities and none of the
members is an ADI or a Registered Financial Corporation, and tleg person is a
foreign company: Q

q/
(1) the EBITDA, not adjusted for significant items %@Ved from its
operations in Australia;
OQ
22.  The billing address of the person; qgl/
)
23. The business contact details of the AML/CTF Cor@n'l\fance Officer of the person,
comprising: e
N\
\\O
(a) full name; >
&
(b) position or title; \é\\o
(©) date of birth (optional); ((\
@)

(d)  telephone number; @ 6

(e) facsimile nuptber (if applicable);

() email %ddr%ss and

(2) p%&l address;

24. The ﬁglness contact details of the individual completing the application for
enrolment, comprising:

(a)
(b)
(©)
(d)
(e)
®

full name;

position or title;

date of birth (optional);
telephone number;

facsimile number (if applicable);

email address; and
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25.

26.

27.

28.

29.

Part B

(g) postal address;

The business contact details of the individual, if different from the AML/CTF
Compliance Officer, relevant to matters relating to the levy, comprising:

(a) full name;

(b) position or title;

(©) date of birth (optional);

(d)  telephone number;

(e) facsimile number (if applicable);
(f) email address; and \"1,
(2) postal address; ,\9.)
Whether the person is exempt from Part 7 of the AML/%-E@S\AC‘[ in full;

Whether the person has fewer than 5 employees. '\O')

o
v
Where the person is a remittance affiliate; an%(\
X
(a) provided a Designated Service oi(é‘c‘fbrvices only in the capacity of a remittance
affiliate; and «O
N\

(b) did not provide a Desigg&d Service in any other capacity;

@)
that person is not required(gS}provide the information in regard to an application for
enrolment specified atQK
N
)
© paragrafg@a}% 20,21, 22, 25, 26 and 27.

O
Where the on is exempt from Part 7 of the AML/CTF Act in full, that person is
not requ'{ to provide the information in regard to an application for enrolment
speci at,

(a) paragraphs 19, 20, 21, 22, 25, and 27.

Information to be obtained and retained by a person applying for
enrolment pursuant to subsection 51C(4) of the AML/CTF Act

The annual financial statements of the person relating to the most recent financial year
before the census day, unless the person is:

(a) a remittance affiliate that provided a Designated Service or services only in
the capacity of a remittance affiliate and did not provide a Designated Service
in any other capacity;
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or
(b) a person exempt from Part 7 of the AML/CTF Act in full.
If the person is a company

2. domestic company:

(a) if the company is registered as a proprietary company, the name of each
Director of the company;

3. registered foreign company:
Q
(a) the country in which the company was formed, incorporateq.@(l’egistered;

(b) whether the company is registered by the relevant fore@egistraﬁon body;
and N
S
(©) the name of each Director of the company; O_)(bq,

4. unregistered foreign company: ?S}

(a) the country in which the company \y\@%rmed incorporated or registered,

(b) whether the company is reglste§§by the relevant foreign registration body;
and if so: (\
g\\

(1) the full addreségghe company in its country of formation,

1nc0rporatlolb registration as registered; and

Q<
(11) the nalQé\%f each Director of the company;
N

%)
(c) if the con@'iy is not registered by the relevant foreign registration body, the
full adde®s of the principal place of business of the company in its country of

for%gﬁ»lon or incorporation;
<
If the person@'@n association (incorporated)
5. (a) the full names of the office holders, including the chairman,
secretary and treasurer or equivalent officer in each case of the association; and
(b) the full names of any members of the governing committee (howsoever
described);

If the person is an association (unincorporated)

6. (a) the full names of the office holders, including the chairman,
secretary and treasurer or equivalent officer in each case of the association; and
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(b) the full names of any members of the governing committee (howsoever
described);

If the person is a registered co-operative

7. the full names of the office holders, including the chairman, secretary or treasurer or
equivalent officer in each case of the co-operative;

If the person is a government body

8. whether the government body is an Australian government entity;
0. whether the government body is established under legislation of a foreign country and
the name of that country; "]/Q
Q

For applications for enrolment made by an agent of the person bgll

O
10. the original or certified copy of the agreement or authority beﬂgﬂ}en the agent and the

person for the duration of that agreement or authority. OQ
@‘bq'

Reporting entities should note that in relation to activi X?they undertake to comply with the
AML/CTF Act, they will have obligations under th §vacy Act 1988, including the
requirement to comply with the Australian Priva@%rmczples even if they would otherwise
be exempt from the Privacy Act. For further l;r\@rmation about these obligations, please go to
http://www.oaic.gov.au or call 1300 363 ?\93.\

$
CHAPTER 64 Chang& in enrolment details in respect to a
g\ﬁftlng entity
6@
N

64.1 These Anti-M %‘y Laundering and Counter-Terrorism Financing Rules (Rules) are

made undet&ction 229 of the Anti-Money Laundering and Counter-Terrorism

F inanci«g@ct 2006 (AML/CTF Act) for the purposes of subsection S1F(1) of that

Act n reliance on section 4 of the Acts Interpretation Act 1901. These Rules
come into effect on the date that section 51F of the AML/CTF Act comes into effect.

64.2  For the purposes of subsection 51F(1) the following matters are specified:

(1) any change in any of the person’s enrolment details set out in Part A of the
Schedule to Chapter 63, including:

(a) if applicable, an updated annual earnings figure as soon as that
becomes available;

(b) where two or more persons whose names and enrolment details are
currently on the Roll have merged or amalgamated, and the merged or
amalgamated entity has commenced, or has continued, to provide a
Designated Service.
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64.3 Notification of a change in the person’s enrolment details may be made by an agent of
the person on behalf of the person, only if:

(1) there is a current written agreement in place between the agent of the person
and the person, or the person has provided to the agent of the person a written
authority;

(2) that agreement or written authority authorises the agent to notify, on behalf of

the person, a change in the enrolment details of the person on the Reporting
Entities Roll; and

3) the notification of a change in a person’s enrolment details includes a
declaration by the agent that the information is true, accurate and complete.

Q
64.4 A request for change of a person’s enrolment details may be made bagqﬁerson (the
requestor) who is not the person or an agent of the person, if: Qb}

A\
(1) the request provides evidence of the requestor’s authdl\?t%r to make that
request, to the satisfaction of the AUSTRAC CEO,@%}d

v
(2) the person is a corporate body which has cea@)‘to exist; or
X
O
3) the person is an individual who no lon%gYhas capacity to manage their affairs.

;\\O

AML/CTF Act, they will have obligations r the Privacy Act 1988, including the
requirement to comply with the Austmli@‘\Pn’vacy Principles, even if they would otherwise
be exempt from the Privacy Act. For {Q&‘her information about these obligations, please go to
http://www.oaic.gov.au or call 13 % 63 992.

&

<

N
CHAPTER 65 &gjmoval of entries from the Reporting Entities

@@‘)Rou

,06

<
65.1 Thes \ti-Money Laundering and Counter-Terrorism Financing Rules (Rules) are
made under section 229 of the Anti-Money Laundering and Counter-Terrorism
Financing Act 2006 (AML/CTF Act) for the purposes of paragraph 51G(2)(b) of that
Act.

o
Reporting entities should note that in relatiog @é\ctivities they undertake to comply with the

65.2 A request made by a person to the AUSTRAC CEO to remove their name and
enrolment details from the Reporting Entities Roll must:

(1) contain the information set out in the Schedule to this Chapter; and

(2) include a declaration made by the authorised individual that the information in
the Schedule of this Chapter is true, accurate and complete.

65.3 A request for removal from the Reporting Entities Roll may be made by an agent of
the person on behalf of the person, only if:
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(1)

)

3)

(4)

there is a current written agreement in place between the agent of the person
and the person, or the person has provided to the agent of the person a written
authority;

that agreement or written authority authorises the agent to request, on behalf
of the person, the removal of the person from the Reporting Entities Roll;

the request for removal by the agent contains the information set out in the
Schedule to this Chapter; and

the request for removal includes a declaration by the agent that the
information is true, accurate and complete.

65.4 A request for change of a person’s enrolment details may be made by e}]ggrson (the

requestor) who is not the person or an agent of the person, if:

(1)

2)
G)
(4)

©)

<2.

Q
b{lx
the request provides evidence of the requestor’s author%%‘@o make that
request, to the satisfaction of the AUSTRAC CEO, anth

N\
)
the person is an individual who is deceased, orqgl,

the person is a corporate body which has cée's\ed to exist; or

?\

the person is an individual who no 1&@r has capacity to manage their affairs;
or Qo)

&
a request for change of a pe @9 s enrolment details may be made by a person
(the requestor) who is notgqe person or an agent of the person, if:

(1) the request ﬁdes evidence of the requestor’s authority to make that
request, to® satisfaction of the AUSTRAC CEO, and
<

(2) the @son is an individual who is deceased, or

3) bﬂ% person is a corporate body which has ceased to exist; or

Q

K ? the person is an individual who no longer has capacity to manage their
Q affairs.

65.5 In this Chapter:

(1

‘authorised individual’ means a natural person who is:
(a) a beneficial owner;
(b) an officer as defined in section 9 of the Corporations Act 2001
(©) an agent of the person;

(d) a nominee pursuant to subsection 8(2) of the Australian
Transaction Reports and Analysis Centre Industry
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Contribution (Collection) Act 2011 who has been authorised in
writing by the person to act on their behalf as a nominee; or

(e) an employee of the person who has been authorised in writing
by the person to act on their behalf;

(2) ‘beneficial owner’ has the same meaning as in Chapter 1 of these AML/CTF
Rules;

3) ‘company’ has the same meaning as in the Corporations Act 2001,

(4) ‘person’ has the same meaning as in the AML/CTF Act.

Schedule — Information to be provided in a request for removal from éﬁleporting
Entities Roll \
I
©

NS
1. The name of the person; O{\

2. The business name(s) under which the person is caﬂ@&)n a business, or was
carrying on a business, of providing a Designated Service;

)
3. If applicable, the address of the principal plqc:SQSY:t)usiness of the person;

Q>
4. If applicable, the postal address of the pgiSon;
<O
5. If applicable: g\\o
O

(a)  the ACN; 60((\

(b)  the ARBN; Q@QJ

() the ABN; 5@

\
(d)  the A%éralian financial services licence number;

9
(e) é@fbAustralian credit licence number;

63) any other unique identifying number relevant to the registration of the
business, including any that relate to a business or trading name; not included
in subparagraphs (a) to (e) above;

(2) any number relevant to the person which has been allocated by AUSTRAC in
regard to the person’s enrolment on the Reporting Entities Roll;

6. The person’s telephone number at its principal place of business;

7. The person’s facsimile number at its principal place of business (if applicable);
8. The person’s email address at its principal place of business (if applicable);

9. The date of the application requesting removal from the Reporting Entities Roll;
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10. A statement that the person requests the AUSTRAC CEO to remove their name and
enrolment details from the Reporting Entities Roll;

11. The date on which the person requests their name and enrolment details to be
removed from the Reporting Entities Roll, if different from the date of the application;

12. The person’s reason for requesting their removal from the Reporting Entities Roll, for
example:

(a) the person no longer provides a Designated Service;

(b) the person is an individual who is deceased;

Q
N

(©) the person is a corporate body which has ceased to exist; P
X
(d)  two or more persons whose names and enrolment deta'l@s%e currently on the
Reporting Entities Roll have merged or amalgamateé‘ and the merged or
amalgamated entity has commenced, or has cont}%&d, to provide a

Designated Service. \O.)(b
o
v
o)
&
&
<O
AN
O
606\
Q
<
&
O
e
9
>
<
%

Page | 298 22" November 2019 Neil G. Jeans





